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ETUYHI 3ACA/IU TA HOPMATHUBHE PEI'YJIIOBAHHSA
MPO®ECIMHOI IIIJIBHOCTI B C®EPI KIGEPBE3IEKH:
MIKHAPOIHI CTAHJIAPTH, YKPATHCHbKWI KOHTEKCT
I HIPAKTUYHI OPIEHTUPU

Beryn

Y 100y uudpoBoi Tpancopmariii TuTaHHS €TUKH B cdepi kibepOe3nekn HabyBae 0coOIUBOT
aKTyalnbHOCTI. 31 3pOCTaHHSIM 3aJEKHOCTI CYCIUJIbCTBA BiAg 1HGOPMAIIHHUX TEXHOJIOTIH,
BIJIMOBIAANILHICTh 32 iXHIM 3aXHCT CTa€ HE JIMIIE TEXHIYHOI, aje W MOPAITBHOK MPOOIEMOIO.
KoskeH 1HITUACHT mOpyIIeHHsT KOH(IAEHIIIHHOCTI, BUTOKY TaHUX UM HEMPABOMIPHOT'O MOHITOPUHTY
BUKJIIMKAE PE30HAHC HE JIMIIe B MpodeciiHOMYy CepeloBHIl, ajleé W y CYCHUIbCTBI B LIJIOMY.
KibepOesneka Oinplie He o0OMeXyeTbes MmudpyBaHHAM, (QaepBojaMyd YH pearyBaHHSM Ha
IHIIUICHTH — BOHA — BUMAara€ eTUYHOI CBIJOMOCTI Ta CTPATET19YHOTO MUCIICHHS.

Oco0nuBoi Baru 1e HaOyBae y cepax, 1e oOpoOIAIOTbCS KPUTUYHO UYTIUBI JIaHi: OXOpPOHA
3I0pOB’sl, piHAHCH, CHEPreTUKa, OCBITa. Y MOAIOHUX BUMAAKaX BiJl Jii cremiaicTa 3 kKibepoe3neku
3aNeXUTh HE JHIIe LUTICHICTh iH(opmanii, a i no0poOyT, MmpaBa 1 HAaBITh XKUTTS JIOJACH.
[Tpodeciitna eTuka TyT BU3HAYAE MEXKY MK 3aXMCTOM 1 HOPYIICHHSM MPUBATHOCTI.

Kpim Toro, i3 BipoBapkeHHAM KoHuenuii “Zero Trust”, “Data Sovereignty”, “Digital Identity”
tomo, (paxiBenp 3 kibepOe3neku Bce YacTille BUCTYIA€ HE MPOCTO aAMIHICTPATOPOM CHCTEMH,
a areHTOM BIUIMBY Ha MOJITUKY KOH(IACHIIHHOCTI, MPO30POCTI Ta YIPABIiHHA U(POBUMU PU3H-
kamu. CaMe TOMy MHUTaHHS €TUKU Ma€ PO3TISIATHCA SK (QyHIAMEHTAIBHUN eleMeHT mpodeciitHol
KOMITIETEHTHOCTI, MOPSIA 13 TEXHIYHUMHU 3HAHHSMHU.

CKIa[HICTh CTUYHHX JWJIEM TaKOX 3yMOBIIOETHCS 0araTOACHEeKTHICTIO CHUTYalliid: Bix
JETITUMHOCT] COIIaIbHOI 1HXKEHepii B TECTyBaHHI O MOBIJOMIICHHS MPO BPa3IUBOCTI B YMOBax
HaIlOHAIBHOT Oe3nmeKu. Y TakuX BUMAJKaxX HE ICHYE OJHO3HAYHO NPABHJIBLHOTO pillieHHS 0e3 Bpa-
XYBaHHsI IPaBOBO1, TEXHIYHOT Ta €TUYHOI TUIOIIMH.

Bonnovac HopMaTHBHO-TIpaBOBE 3a0€3MeUeHHS ASUTHHOCTI Y cdepl KibepOe3neku e He 3aB-
KM BpaxoBye AMHAMIuHI 3MiHHM IU(GPOBOro ceperoBuiia. barato MiKHApOAHUX CTaHAAPTIB —
takux sk [SO/IEC 27001 [1], ISO/IEC 27032 [2] — nuiiie OKpPECTIO0Th 3araibHi PaMKH MTOBEIIHKY,
3aNUIIal04y 0araTo eTHYHUX MUTAHb BIIKPUTUMHU JIJIS TIyMadyeHHS.

VYkpaiHa, sika CTPIMKO BIPOBA/IKY€E €BPOINENUCHKI MPUHIMIN HUPPOBOI OE3MeKH Ta Mparse A0
ki0epcriiikocTi, M1oTpedye GOpMyBaHHS 3pO3yMIJIOi  €TMYHOI MOAENi JUIs  HiATOTOBKU
npodecionanis. Llg Mozmens Mae BKIIIOUATH K €JIEMEHTH IpaBa, TaK 1 M’sIKI HABUYKU MPUNHATTS
pillieHb B yMOBaX HEBU3HAUYEHOCTI.

TakuMm 4MHOM, aKTyaJlbHICTh JOCIIJDKEHHS €TUYHUX 3acajl TIsIBbHOCTI y cdepl kibepOesneku
3yMOBJIEHAa HEOOXiJHICTIO (popMyBaHHS JOBipU 10 HUPPOBOI €KOCUCTEMH, 3aMOOITaHHS 3II0BXKU-
BAaHHSM BJIQJIHUMH TTOBHOBKEHHAMH (PaxiBIliB, Ta 3a0e3MeueHHs OalaHCcy MK Oe3MeKoro 1 mpaBa-
MU JIFOJJUHH.

Ile nmocnigkeHHsS CIPSMOBAaHE HA CHCTEMAaTH3allll0 KIIOUYOBUX ETHYHUX MpoOJeM, aHamli3
HOpPMaTHBHOI 6231 Ta PO3pOOKY IIPAKTHYHUX OPIEHTHPIB 1N MalbyTHIX (axiBuis. Moro pe3ynpra-
TH MOXYTh OyTH BUKOPHCTaHI y HaBYAJbHOMY IpOILIEC], MPHU MIATOTOBII MOJITHK 1H(pOpMaIiiHOi
0e3MeKkH Ta y MDKAUCHUIUTIHAPHUX JOCITIJKEHHAX KiOEpEeTHKH.

ETu4ni ocHoBM npodeciiinoi gissibHOCTI

Pobota ¢axiBis 3 kibepOe3meku BHMarae MOCTIHHOrO OajaHCy MK 3aXMCTOM LU(POBUX
aKTUBIB Ta IOTPUMaHHAM IpaB 1 cBOOO MOIUHHU. Y 1HU(POBY €noxy, KOJIM MpuBaTHa 1HGOpMaLlis
Moke OyTu 3ibpaHa, 0OpobneHa, 30epexeHa ab0 CKOMIIPOMETOBaHA 3a JIYeHI CEKYHIU, €THMYHA
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BiJIMOBIAANILHICTh CIEIIATiCTa BUXOAWTH JaJeKO 3a paMKHd TEXHIYHOT KoMmmeTeHTHOcTi. Lle
3000B's13aHHS TIEpPE/T CYCIIILCTBOM, POOOTOIABIIEM, KIIIEHTAMH Ta CaMOI0 MPOdeci€ro.

OCHOBHI €TH4HI NPUHIIUIIY, 10 MAIOTh OYTH AOTpUMaHi B npodeciitHii aismpHOCTI (haxiBus 3
kibepOe3neku, mpeacraBiieHi Ha puc. 1.

KondinenniiiHicTs HinicHicTh Hin3BiTHiCTHL CnpaBenuBicTb
30008’ A3aHHS 30€epiraTn BmMora AisSTH decHo, He TOTOBHICTD IOSICHATH CBOI i 1 PiBHe cTaBIeHHS J0 BCIX
1H(pOPMAIIII0, 10 JKOi € CIIOTBOPIOIOYH IHGOPMAIIIO Ta He IepeKIagaTi KOPHCTYBAdiB Ta
JTOCTYTI, B TAEMHHITL, HE He MaHimyTIOTOTH BIIMOBITATHHICT HA IHITTHX. HeJIOTYIEHHS YIepeTKEHOCTI,
JIOMYCKAOUH i PO3TOTOMEHHS Ppe3yIbTaTaMH. JIICKPHMIHAITT TH
€3 T03BOTY. 37I0BAKHBAHB.

Puc. 1. OcHOBHI eTHYHI TPUHIAITN

Ha mpakTumi mi npuHOWOIM MawTh OyTH BOYIOBaHI B IMOJACHHY isUIBHICTB: B aHATI3y
KYpHAIIB MOJINA 10 poOOTH 3 NEPCOHATBHUMHU JaHUMHU KOpPHCTyBauiB. Hampukiaa, HaBiTH SKIIO
(daxiBelp 3 KibepOe3neKn Mae TEXHIYHY MOXIIMBICTD TOCTYITY J0 MPUBATHOI 1HGOpMaIii (MeIHUIHOT
JOKyMEHTAIlll, JUCTyBaHHSA NpAIiBHUKIB, icTOpii (piHAHCOBMX TpaH3aKIii TOIIO), BiH HE Mae
MOpaJIbHOTO MpaBa BUKOPUCTOBYBATH 111 3HAHHS 11032 MEKaMU CBO€1 (DyHKIIIT.

VY BiamoBiap Ha moTpedy B erwuHiid perymsmii B cdepi IT Ta xibepOesmekw, mpoBimHi
npodeciiini oprasizaiii po3poOuIH BiANOBIIHI KOACKCH MTOBEIIHKH.

Onnum 13 HaiBrutuBoBimux € (ISC)? Code of Ethics [3], sikuii 6a3yeThcst Ha YOTHPHOX OCHOB-
HUX KaHOHaX:

1. 3axumaTy cycniibCTBO, 3arajibHe 0J1aro, T0BIpy Ta iIHPPACTPYKTYPY.

2. UecHO BUKOHYBATH CBO1 OOOB’SI3KM Ta AISITU Y HAWKpAIIUX 1HTEpecax KIIi€HTa.

3. 3abe3mneuyBaT YeCHY Ta 3aKOHHY MOBEAIHKY y IPOQECiifHii AisTEHOCTI.

4. ITinTpuMyBaTu Ta BAOCKOHATIOBATH CBOIO MPOQECiiiHy KOMIIETEHTHICTb.

Koxen ceprudikoBanmii criemiamicT (Hanpukiian, BiacHuk ceprudikara CISSP) 30008’ s13anuit
HEyXMIIbHO JOTPHMYBAaTHCh IHOTO KOJEKCy. MOro TMOpYIIGHHS MOXKe IPH3BECTH JIO
JTUCIUILTIHAPHOTO PO3TIISITY 1 HABITH BTPATH CEPTUQIKATY.

[ammMm aBroputetHuM xepeaom € ACM Code of Ethics and Professional Conduct [4], npuii-
HATHI Acomiarmiero obOunciroBanbHOi TexHikM (Association for Computing Machinery). Bin
0a3yeThCs HA TAKUX MPUHIINIIAX:

- IIATH Ha 0JIaro CyCMIbCTBA 1 JIFOICTBA;

- VHUKATH 3aM0/ISTHHS [IKOJIU;

- OyTH YECHUM 1 IPO3OPUM;

- MOBakKaTy KOH(DIIEHIIHICTh Ta MPUBATHICTD 1HIIHNX OCi0;

- OKPAIIlyBaTH TEXHIYHY KOMIIETEHTHICTb 1 BIJTIOBIIATH 34 CBOIO JiSTTbHICTb.

ACM Code of Ethics nepen6auae sik 3aranbHi MOpajibH1 IPUHIIMIIY, TaK 1 cenU(iuHi BKa3iBKU
it (haxiBiiB y ramy3i po3poOku I13, indopmariiinux cucrem Ta kibepOesmexu. Hampukian, B
HbOMY HaroJIOIIyeThCs, 10 CHEIialicTH MOBUHHI YHUKATH OYyb-SKO1 MISIBHOCTI, sIKa MOXKE 3aBJa-
TH IIKOJU 1HIIINM, HaBITh SKIIO BOHA HE € MPAMO 3a00pPOHEHOI0 3aKOHOM.

[TpoTe, mompu HasBHICTb TaKUX KOJAEKCIB, y cdepl KibepOe3neKkH 3aUIIaeTbCs YUMo CIpUX
30H. 30Kpema, BIACYTHICTh YHIBEPCAIbHOI'O MI>KHAPOJHOTO CTAaHJAPTY €TUKU IPU3BOJIUTH IO HEOI-
HO3HAYHOI'O TPAKTyBaHHS pOJIi creniaisicta B yMoBax KibepBiitHH, kibepcrnocTepekeHHs Y1 poOoTH
y npuBaTHOMY cekTopi. Takoxx Opakye YITKMX MEXaHI3MiB MOHITOPHHIY Ta KOHTPOJIO €TUYHOI
MOBEIHKHU B podeciitHii CIiIbHOTI.

VY 3B’513KY 3 IIM, BRXKITMBO HE JIUIIIE OIS PU3YBaTH HAsIBHI €THYHI KOJIEKCH, a i IHTerpyBaTn
€TUKY B CHUCTEMH HiATOTOBKM (haxiBIiB, BHYTPIIIHI MOJITUKM KOMIAHINA 1 MpPOLEIYypH OLIHKU
nismeHOCTI. 1le 103BOMUTE 3pOOUTH €THKY HEBIJ €EMHOIO YacTHHOIO IU(ppoBoi O6e3neku, a He Ghop-
MaJbHOIO JEKIIapalli€ro.

Takum 9YMHOM, €TUYHI OCHOBH € HE JIMIIIE 3aCaTHIYOI0 CKJIaI0BOIO MpodeciifHoil pemyTaitii, a i
(hakTOpOM MIABHUINEHHS CTIKOCTI KiGeprpoCTOpy B LIJIOMY.
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BinnosinaabHicTh i nudposa 1oBipa

[Mudposa nosipa (digital trust) € pyHmamentambHuM enemMeHTOM y cdepi kibepOesrneku, ska
nenani Oimblle BIUIMBAE Ha EKOHOMIYHY, TPABOBY Ta COLIaJbHY CTa0UIBHICTH CY4YacHOTO
iHQopMaIIHHOTO CyCHIbCTBA. be3 HaJIeKHOro piBHS JIOBIpM JKOJHA CHCTEMa HE MOXKE
¢byHKLiOHYBaTH €(pEKTHUBHO — aHI TEXHOJIOTI4HA, aHi opraHi3amiiiHa. BiamoBiganpHIiCTh (axiBIist 3
KiOepOe3neKn OXOIUTIOE HE JIMINEe 3aXHCT CHUCTEM 1 JaHuX, a W 3a0e3medeHHs MPO30pOCTi,
MIPaBOMIPHOCTI Ta €TUYHOCTI B KOXKHil onepariii, moB’a3aHiii i3 TU(PPOBUMH aKTUBAMH.

[leHTpabHUM KOHIICTITOM, IO JISKHTh B OCHOBI IM(poBOi A0BipH, € "HajaiiiHa moBeAiHKA"
(trustworthy behavior), sika moeHye IPaBOBY BIAMOBINANBHICTD, TPOECiiHY €THKY Ta JOTPUMAH-
HA MDbKHapogHux craHgaptiB (Hampukian, ISO/IEC 27001, ISO/IEC 27701). Ilpunuumnm
MIPO30POCTi, JOCTOBIPHOCTI, BiAMOBIAAIBHOCTI (accountability), 1ocTymHOCTI, KOH(DIIEHIIHHOCTI Ta
MiHiMi3amii BTpy4aHHs GOpMYIOTh OCHOBY HIHU(POBOI JOBIPH B KOHTEKCTI JISUIBHOCTI K OKPEMOTO
daxiBIy, TaK 1 opraHizallii 3arajiom.

OnuH 13 KIIOYOBUX aCTEKTIB BIAMOBIAAIBHOCTI MOJISITAE Y CBOEYACHOMY PO3KPHUTTI 1HITUICHTIB.
3aMOBUYBaHHS 3J1aMiB 200 KOMIIPOMETAIlI € CepHO3HUM €THYHUM 1 MPABOBUM IMOPYUICHHSAM, II0
MPSIMO IIKOJIUTH JTOBIpi 3 OOKY KJIIEHTIB, MapTHEPIB Ta aepxkaBu. [Ipukinagom crana cutyaiis 3 Uber
y 2016 p., KoM KOMIIaHisl MpUXoBajia (akT BUTOKY NMEPCOHANBHUX JTAaHHUX TMOHAM 57 MiTbHOHIB
KOPHCTYBaYiB 1 BOAIIB, 3aIJIATUBIIM XakepaMm 3a MoBuaHHS. lle mopyiieHHs siK 3aKOHOJABCTBA 3
MUTAaHb 3aXHUCTy MEPCOHAIBHUX JTaHUX, TaK 1 (QyHIaMEHTAIbHUX €THYHUX HOPM B3a€MOJI1 3 KOpH-
CTyBayaMu.

Konuermist iudpoBoi goBipu nepeadavae Takox BIpoBapKkeHHs momituky "ethics by design" —
TOOTO 3aKJafieHHs] €eTUYHUX MPUHIMIIB O6e3nocepeHbo B apxitekrypy IT-pimens, anropurmi Ta
iaTepdeiiciB B3aemogii. Lle o3Hayae He JMIe CTBOPEHHS OE3MEYHOr0 MPOAYKTY, ajie 1 TaKoro, 1o
BpaxoBy€ MPUBATHICTh KOPUCTYBaya, CIPaBEUIMBUI PO3MOALI TMOBHOBaXEHb, 1 BIACYTHICTh
JTUCKPUMIHAIIIMHUX MOJIENICH JOCTYITY YA KOHTPOJIO.

[HmmM BaxxmuBUM MixooM € "accountable cybersecurity" — KOHIIETIIISA, 3T1AHO 3 SIKOIO KOXKEH
Cy0’€KT, 3aydeHHUI y TPOIEC YIpaBIiHHSA OE3MeKO0, Hece HE JIMIIE TeXHIUHY, ajie 1 IOpUINIHY
BI/IMOBITAJIbHICTD 3a NMPUUHATI pilleHHS Ta iX Hachaiaku. Takuwil miaxijy BUMarae BEACHHS YIiTKOI
JTOKYMEHTAIlil, 3BITHOCTi, PEryJSIpHOTO MEperisiay pillleHb Ta €TUYHUX ayIuTIB (HAIpUKIIaI, IUIs-
XOM BIPOBAHKEHHS BHYTPIIIHIX KOJIEKCIB MOBEAIHKH, HE3aJEKHUX KOMITETIB 3 €TUKH Ta HATISAI0-
BUX paj).

He meHI BaxIMBUM € 3a0e3neueHHs BiANOBIAHOCTI npuHuunaM "data stewardship" — eruuno-
ro yIpaBJIiHHS JaHUMH, siKe repeadadae, 1o J0cTyn 10 iH(opMallii 311HCHIOETHCS JIUILEe HA OCHOBI
YiTKO BU3HAUEHOI METH, 3 HAJIC)KHUMH JO3BOJAMH, 13 JOTPUMAHHAM HPUHIMITY MiHIMi3alii 30u-
paHHs Ta 00poOKkH. bynb-ska MaHINyJALIsA 3 JaHUMH 1032 paMKaMU MPU3HAYEHHS — HAIPUKIA,
MOHITOPHUHT JIMCTYBAaHHS MPALiBHUKIB 0€3 IOPUANYHUX MIJICTaB — OPSAMO MiJIpUBA€ HUPPOBY AOBIPY
Ta nopyuye GyHaaMeHTalbHI IpaBa 0COOH.

[udposa noBipa TakoX € MPEeAMETOM peryiasTopHoro Harisay. Hampuknaza, 3aransHuil per-
namenT 3axucty AaHux (GDPR) [5] Bumarae 000B’sI3KOBOTO MOBIAOMIICHHS ITPO BUTOKH MPOTSITOM
72 roauH. AHAJIOTI4YHI BUMOTH BKIIFOYEHO Yy HOBITHI AupekTuBH €C 3 KiGepcTiKoCcTi (Hanpukiaz,
NIS 2 Directive) [6] Ta BinmoinHi HopmatusHi akti y CILA (sik-ot SEC Cybersecurity Rules) [7].

Crig TakoX MiAKPECTUTH POIb KyJIbTYPHU BiMOBIAATBHOCTI B OpraHizaiisx. ETuuHa moBeainka
He Moke OyTu 3a0e3rleueHa BHUKJIIOYHO TEXHIYHUMM 3aco0aMu — BOHa (OpMyeThCs uepes
IHCTUTYLIHHY KYJbTYpPY, A€ MPAI[iBHUKKA OTPUMYIOTh YiTKi 1HCTpPYKIii, HABYaHHS, MAIOTh KaHAJIH
JUIS TIOBIIOMJIEHHSI IIPO MOpyLIeHHs 6e3 pusnky pemnpeciit (whistleblowing policies), a Takox noc-
TYII 10 HE3aJIe)KHOTO €TUYHOTO KOHCYJIbTAHTA.

[HHOBALIIHHOIO KOHIIEMIIIEI0 € TaKOXX BIIPOBA/KEHHS JOBIPM HA OCHOB1 OJIOKUEHH-PIlIEHb —
auditability and transparency by design. Hampukiaa, 30epiraHHst JIOTiB MO y HE3MIHHOMY
BUIJISL/II Ha OJIOKYEHHI YHEMOXJIMBIIOE iX (anbcudikaliiio Ta J103BOJSIE 31HCHIOBATH HE3AIEKHY
nepeBipKy 6e3 KOMIIpoMeTallii JxKepena.
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Kpim ToOro, akTyaabHUMHU 3IMIIAIOTHCS MMUTAHHS BiANOBIAAIBHOCTI y BUIAIKy BUKOPUCTAHHS
MITYYHOTO IHTENEKTY B Oe3melli: sk OyTH, SKIO PilIEHHS PO OJIOKYBAaHHS JOCTYMY OyJIO MPUIHSTE
ABTOMATUYHOIO CHCTEMOIO, SIKa MaJia TIOMUJIKOBI BX1/IHI JaHi a00 MICTHTh yIEpPEIKEHICTh Y MOJIe-
nsx? 1le Bumarae po3poOKu 4iTKOI Ipolenypu ockap)keHHs pimeHb (algorithmic accountability),
sIKi © JTO3BOJISLTH JIFOJIMHI BITHOBHUTH CBOT MpaBa.

OTtxe, MUdppoBa J0Bipa HE € aOCTPAKTHUM IOHSTTSAM, a CUCTEMOIO B3a€MOIIOB’I3aHUX €THY-
HUX, TPABOBHX Ta OpraHi3alifHUX pilleHb, IO BIPOBAPKYIOTbCA B MIOACHHY MPAKTUKY
kibep3axucty. BoHa Bumarae yCBIIOMIJICHHS BiJIOBIJaJIBHOCTI, TOCTIHHOTO €THMYHOTO peduieKcy-
BaHHS Ta PO3BUTKY CHUCTEM BHYTPIIIHBOTO KOHTPOJIO. YcmimHui (axiBeup 3 KibepOesmneku mae
OyTH HE JHIIE TEXHIYHO TPAMOTHHM, a ¥ MOPAJBHO BIANOBIJAIFHUM — 3JaTHHUM NpUAMAaTH
pilieHHs, K1 BOAHOYAC 3aXHUIIAI0Th CHCTEMY Ta MOBAXKAIOTh I'AHICTH 0COOMCTOCTI.

Came TOMy, y KOHTEKCTI 3pOCTalOuoro 3Ha4YeHHS IUGPOBOi aOBipH Ta mpodeciiHoi
BiJIIIOBIJAJILHOCTI OCOOJIMBOTO 3HaUCHHs HaOyBae HOPMATHBHE 3aKPIIJICHHS €TUYHUX MPUHIIUIIIB Y
MDKHAPOJHHX Ta HAIlOHAIBHUX CTaHAapTax. BHpoBapKeHHS TaKWX CTaHAAPTIB JI03BOJISE
dbopManizyBaT €TWYHI BUMOTH J0 (QaxiBIiB 3 KiOepOe3meku, 3a0e3MEUnTH €IMHI IpaBUIIA
B3a€MOJIIi B MU(PPOBOMY CEPEIOBHIII, a TAKOXX CTBOPUTH OCHOBY JIJII MEXaHi3MiB OIIIHIOBAHHSI,
cepTudikalii Ta HarJIsAAy 3a TOTPUMAHHAM Hpodeciiinoi eruku. Hactymuuii po3ain Oyne nmpucss-
YeHO aHaji3y KIIOYOBUX €THMYHUX Ta mpodeciiHux cranaaptiB, npuitHatux y CIIA, €C ta
VYkpaiHi, a Takox 1X poii y popmyBaHHI HHPPOBOI BIAMOBITATBHOCTI B III00ATBHOMY KOHTEKCTI.

IncTuTynionaabHi TAa HOpMaTHBHI 3acaau HU(POBOI eTUKH

VY cydacHOMy 1M(POBOMY CepeOBHIII, J¢ Kidep3arpo3u HaOyBalOTh BCE OLTBIT BUTOHYCHHX
¢dopm, a o0cAr UyTIIMBUX JAaHUX CTPIMKO 3pOCTae, NOTpeda B UITKUX HOPMATHBHO-IIPABOBUX PETY-
JIOBAHHIX CTA€ HAA3BMYAHHO aKTyanbHOIO. ETHKa B Tamy3i kiOepOe3nmeku He MOXKE 3aIHIIaTHCS
CYTO MOpaJbHOIO KAaTEropi€l0 — BOHA Ma€ OTPUMATH IPaBOBY IHCTUTYL{ali3alilo. 3 OMIALY Ha
MDKJIEp)KaBHUM XapakTep [HTepHeTy, Ba)KIIMBO BPaxOBYBAaTH SIK HAlliOHAJIbHI 3aKOHOJIABCTBA, TaK 1
MDKHApOJIHI CTaHJApTH, IO BCTAHOBIIOIOTH MpPaBHWJIa TOBEMIHKU I (axiBIiB 3 KiOepOe3neKH.
Oco0nmuBO BaroMy pojb y IbOMY KOHTEKCTI BIAIrparoTh migxomau €Bpomeiicbkoro Coro3y Ta
Cnonyyenux IlltatiB AMepuku, siKi CTaqd NPUKIAJaMM Ul BIIPOBAPKEHHS €TUYHHUX PaMOK Ha
iHCTUTYHIHHOMY piBHI. Lli cTangapTH BH3HAYAIOTh HE JIMIIE TEXHIYHI BUMOTH 10 Oe3reku, a i
3acaau LU(ppPOBOI €TUKH, BiIOBIJAIIBHOCTI Ta MPO30pocTi. BOHN MaloTh iMIIIeMEeHTallitHUI BIJIUB
Ha oOpraHizauiiHy KyJbTypy MIJIIPUEMCTB, OCBITHI NpOTpaMH, JEpKaBHY IMOJITUKY Y cdepi
udpoBoi Tpanchopmartii. JloTpruMaHHs TaKUX HOPM € HeE JIMIIE TOKa3HUKOM IpodecioHanizmy, a i
MepelyMOBOIO JIETITUMHOCTI Ta CYCIUIBHOT JOBIpU 10 HU(POBUX pillIeHb. Y IIbOMY PO3ALIL MU Jie-
TaJIbHO PO3IJISIHEMO, SIK MOOYyJ0BaHa cucTeMa eTHuHuX cTanaaptiB y €C Tta CIIA, ski npuHIunu
JieXxaTh B 11 OCHOBI Ta SIK BOHU pealli3ylOThCsl Ha TpakTulll. el aHami3 103BOJIsi€ BUSABUTH CHIIbHI
CTOPOHHM Ta MOTEHIiIHI HamnpsAMH BIOCKOHAJIEHHS HOPMAaTHBHO-NIPABOBOTO IMOJisi B YKpaiHi 3
ypaxyBaHHIM KpaIluX MDKHAPOTHUX MPAKTHK.

Etn4ni cranaapTu Ta nudposa noBipa: nopiBHsuibHUI anaui3 miaxonis €C ra CIIIA

€pponeiicbkuii  Coro3 Ta Cnonydyeni [lrtath AMepuku BHCTYHarOTh IPOBIIHUMU
IOPUCIUKIISAME Y GOPMYBaHHI €TUYHOI 1HGPACTPYKTYpH Ui L poBoro cycmniaberea. OOuaBi cuc-
TEMU BpPaxoBYIOTh (yHJaMEHTalbHI IpaBa JIOJUHM, 3a0e3nedeHHs UudpoBoi AOBIpH Ta
BiJIMOBIAANbHICTH IPO(ECiitHOT CIITBHOTH.

B €C ocHOBHOIO HOPMaTHMBHOI OMNOPOIO U €THMYHUX NPUHLUIIB y HUPpOBIH chepl €
3araneHuil pernameHT 3axucty gaHux (General Data Protection Regulation, GDPR), skuii
BCTaHOBIIIOE BHCOKI CTaHAApPTH MPO30pOCTi, MIA3BITHOCTI Ta mpaB cy0’ekTiB gaHux. OKpiM cyTo
npaBoBux Bumor, GDPR ¢opmye KynbTypHHIl CTaHIapT — pPO3yMiHHS, 110 00poOKa JaHUX € He
JUIIE TEXHIYHOIO, a i eTnyHoo ni€to. [lo permameHTy JoJaHO MpuHIMNM “privacy by design” Ta
“privacy by default”, mo 3MymryroTh KOMIaHii 3akiaaJaTH €THYHI MiJX0AU B)KE Ha eTarli po3poOKH
MIPOYKTIB.
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€Bporieiicbka KOMICisI TakoX iHiIifoBaJla CTBOPEHHS ETHYHHMX HACcTaHOB 31 IITYYHOTO
intenekty (Ethics Guidelines for Trustworthy Al 2019) [8], sixi Bu3Ha49ar0Th 7 KIIFOYOBUX BHMOT 10
cucremM III: 30Kkpema, IIOACBKHI KOHTPOJb, TEXHIYHY HaAIWHICTh, KOH(DIIEHIIHHICT Ta
Mia3BITHICTB. L{i HACTAaHOBU CTaIM OCHOBOIO JIJIs1 MAaHOYTHBOT'O 3aKOHOAaBCTBa Ipo Al Act.

Kpim toro, y pamkax imimiatuBu Digital Europe ta Cybersecurity Act, €C mpocysae inero
ceptudikarii CremiagicTiB 1 pillieHb, B SKUX €TUYHI MPUHIIAIINA CTAHOBJIATH 000B’SI3KOBUIA KOMIIO-
HeHt [9]. Tak, cepru¢ikaTu BIANOBITHOCTI BHMAararOTh HE JIMIIC TEXHIYHOI Oe3meku, a i
BIJIMOBITHOCTI €THYHUM HOPMaM Ta JOOPOYECHOCTI.

Ha piBai mpodeciiinnx o0’ennanp €Bponeiicbkuil Co103 MIATPUMYE PO3POOKY ETHUHHUX
KoJieKciB i (haxiBIiB 3 KkiOepOesmeku, Hampukian, pekomenaarii ENISA (ArenrctBo €C 3
KiOepOe3neKu) 00 CTaHJapTiB MOBEAIHKHN Ta pimeHb y chepi kibeppusukiB. ENISA migrpumye
CTBOPCHHSI CTaHIApTIB Ha OCHOBI KOMIETEHTHOCTEH Ta €THUKH, BKIFOUYAIOYH PEKOMEHJAIl] I110J10
Kap’€pHOro MUIXY Ta eTHYHOro Jigepcrsa [10].

VY CIHIA xmrouoBuM A0KyMeHTOM Yy cepi nudposoi etuku BBakaeTbcsi ACM Code of Ethics
and Professional Conduct (Konekc etuku ta mpodeciitnoi moBeainku Acoriamii 004uCIIoBaIbHOT
TEXHIKH), IKU 3000B’3y€ CHEIIATICTIB MISITH B IHTEPECAaX CYCIIIbCTBA, TOTPUMYBATUCh YECHOCTI,
MOBaKaTH KOHQIAEHIiHICTh 1 yHUKaTH mKoau. Kogekc € 000B’s3koBUM s Beix wieHiB ACM i
YacTO BKIIIOYAETHCS 10 HAaBYaJIbHUX mporpam 3 IT.

Hle omma BaxumBuii mokymeHT — (ISC)? Code of Ethics, po3pobnenuit MixHapOIHUM
KOHCOpIIyMOM cepTu(ikoBaHUX cremianicTiB 3 Oe3neku iHdopmamiiinux cucrem. Lleit komekc
9iTKO (HhOpMYIIIOE YOTHPH OCHOBHI NPHHIMIHU: 3aXHCT CYCHUIBCTBA, YECHICTH 1 CIIPaBEUIMBICTS,
roBara Jio JIOBipu Ta 000B’SI30K 0 PO3BUTKY 3HaHb. BiH 000B’A3K0BUil /17151 BCiX cepTU(]IKOBaAHHX
cremiamictiB CISSP, SSCP, CCSP Ta iHmIuX.

V CIIA rakox mie NIST Cybersecurity Framework [11], sikuii He € KOJZEKCOM CTHKH, aje
BKJTIOYAE TTOJIOKEHHS 1100 3a0e3MeUeHHs BiIMOBIIaIbHOCTI, IPO30POCTi Ta €TUYHOTO YIPABIIIHHS
pusukamu. Pamka mictuth komnoHneHTH “Govern” Ta “Identify”, siki cTOCYIOTbCSI €TUYHOI OLIHKU
BIUTUBY TEXHOJIOTIH 1 00JIIKY iHTEpeCciB KOPUCTYyBayva.

BaxnuBo Big3HAYMTH, IO aMEPUKAHCHKI KOMIIaHII 4YacTO CTBOPIOIOTH BHYTPILIHI €TUYHI
KOMITETH, OCOOJHMBO y BEIHMKHX KOPIOpAIlisiX, SKi MPAlOTh 3 MEPCOHATBPHIUMH TaHUMHU a0o0
IITYYHUM 1HTeNeKToM. Taka mpakThka BBaXkaeThes “best practice” B ympaBiiHHI HU(DPOBUMH PU3HU-
KaMH.

Taxkum unHoM, sk €C, Tak 1 CIIIA neMoHCTpyIOTh OaraTOpiBHEBHI MiJXiJl JO €TUYHOTO PEry-
JIIOBAHHA IIU(PPOBOTO CEPEIOBUIIIA — BiJl 3arajbHUX MPABOBUX PAMOK /IO Trajy3eBUX 1 mpodeciiiHuX
cranfapTiB. Lli Moaeni € mpukiIagoM IHTErpalii eTHKU B YCi €Talu XHUTTEBOTO LUKIY HHU(POBUX
CHCTEM — BiJI apXiTeKTypHOTO AHM3aifHy IO TOBCSKICHHOTO BHKOPHCTaHHSA. YKpaiHa, aJanTylouH
CBOI MiAX0/u 10 eTu4yHoro BpsayBaHHs B IKT, Moke CKOpUCTAaTUCS LIMMU NPUKIAJaMH K OCHOBOIO
JUTsl TOOYIOBU BJIACHOT HAIlIOHAJIBHOT CUCTEMH ITU(GPOBOT €THKH.

Etn4ni Hopmu Ta nudgposa 10Bipa B yKpaiHCbKOMY 3aKOHOAABCTBI

VY koHTekcTl g poBoi TpaHchopMallli JeprkaBu, TOOYI0BH 1HPOPMAIIHHOTO CYCHIJIbCTBA Ta
aKTHBHOI 1HTerpamii y eBpomneicbkuil kibepnpocTip, YKpaiHa HOCTYnoBO (hopMye HOpPMaTHBHO-
npaBoBy 0a3y, IO BKJIIOYAa€ €TUYHI 3acau i NPUHLUMIK LUPPOBOI AOBIpU. Xouda OUIBINICTH
YKpaiHChKUX 3aKOHIB HE MICTATh TepMiHy "eTuka" y opManbHOMY BU3HA4YEHHI, OaraTo 3 HUX Mpsi-
MO YM OIOCEPEIKOBAHO 3aKJIaJaroTh (yHIAMEHT €THYHOI MOBEIIHKU y cdepi 1HPopMariiitHux
TEXHOJIOTiH 1 KibepOe3neKu.

3akon VYkpainu '"[Ipo HamioHanbHy Oesmeky" Ne 2469-VIII (2018) mnpsmo Bu3Hadae
KibepOe3mneKy sK HEeBiJ’€MHY CKJIAOBY HamioHanbHOi Oesneku [12]. ¥V Crparerii HamioHagbHOT
Oe3nekn YKpaiHu akIeHT 3po0JieHO Ha HeoOX1AHOCTI (hOpMyBaHHS KYyJIbTYpPH JAOBIpU 10 HUPPOBUX
CepBicCiB 1 3a0e3MeUYeHHs 3aXUCTy PaB IPOMAISIH y KibeprpocTopi.

3akoH Ykpainu "lIpo ocHOBHI 3acagu 3a0e3nedyeHHs kibepOesnexku Ykpainu" Ne 2163-VIII
(2017) micTuTh BU3HAUEHHS KiOepOe3MeKu SK CTaHy 3aXMIIEHOCTI KiOepmpocTopy Ta iHTepeciB
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oco0u, cycmiibeTBa i aepkaBu [13]. Y 3aKkoHi 3aK/IaIeHO MPUHIIUAIN 3aKOHHOCTI, TPOMOPIIHHOCTI
BTPY4YaHHs, [MOBAard J0 MpaB JIIOAWHHU, KOH(IACHIIIHHOCTI Ta JOOPOCOBICHOCTI, SIKI BiJMOBIIAIOThH
eTUYHHUM CTaHJapTaM JIEMOKPATHYHHUX KPaiH.

3akoH Ykpainu "[Ipo 3axuct mepconanbaux ganux" Ne 2297-VI (2010, B octanHi# pemakitii
2022 p.) € KIIOYOBHM aKTOM, IO TapaHTye MpaBo Ha mnpuBatHicTh [14]. Bin BcTaHOoBIIOE
MIJI3BITHICTh ONEPATOPIB MEPCOHAIBHUX JaHUX, MPUHIUIN IIILOBOCTI, MPOMOPLIHHOCTI, 0OMe-
KEHHSI CTPOKY 30epiraHHs JaHuX, 3a00poHy Ha 00poOKy dyTiuBoi iHpOpMaIii 6e3 3roau cyd’ ekra.
HopMma npo 000B’A30K yHOBHOBa)KE€HOI OCOOM 13 3aXMCTY JaHUX Y3TOJKYETHCS 3 €BPONECHCHKUM
MiX0A0M J0 eTUYHOTO yrpasmiaas nanumu (GDPR).

3akon Ykpainu "[Ipo enexkrponni komynikarii" Ne 1089-1X (2020) BcTaHOBIIOE MMPaBOBi 3aca-
I¥ ASUTBHOCTI MPOBaiAEpiB, y TOMY YHCII HIOAO 3aXUCTY MpaB CIIOKUBAYiB, IPO30POCTI YMOB Ha-
JaHHS OCIYT, a Takoxk KoHTpourto 3a OTT-cepBicamu (Over-the-top) [15]. Bin MicTuTh 0I0KEHHS
npo 0OOB’SI3KOBE TOTPUMAHHS MPUHIMITY HEAMCKpUMiHamii, 3a0e3neueHHs KOH(iAeHIIIHOCTI Ta
0e3MeKH eJIEeKTPOHHUX TOB1IOMJICHb.

3akon Ykpaiau "[Ipo iHpopmariro" Ne 2657-XII (1992, ynHHA penakilis) BU3HAYAE MPABOBI
3acaad JOCTyNy, TOIIMPEHHs, 0OpoOku iHdopMaIlii, 30KpeMa MPUHIUIIKA JJOCTOBIPHOCTI,
BIIKPHUTOCTI, 00'eKTUBHOCTI. CTaTTS 5 3aKpiIUIIOE MTPABO Ha MPUBATHICTH 1 000B’A30K HE JOMYCKATH
nopyieHHs iHpopmariinoi Oe3meku [16]. 3akoH periamMeHTye €THYHI acCleKTH OO0poOKH
iHpopMarii, 0OMEXYIOUHN 370BXKUBAHHS BJIAJI00, TPOMIAraHay BOPOXKHEY] Ta BTpYYaHHS B 0COOUCTE
HKUTTSL.

3akon Ykpainu "[Ipo enexrponHi qoBipui mocayru" Ne 2155-VIII (2017) BCTaHOBIIOE TIOHATTS
JOBipYM B LU(POBOMY CEpeIOBHILI Yepe3 IHCTUTYyali3allil0 €JIeKTPOHHOIO MiANHUCY, €IeKTPOHHOI
MeYaTKH, YacOBUX MITOK, cepTudikamii mocuyr [17]. B OCHOBI JIeXHUTh NPUHLHUI MPABOBOI
BU3HAUEHOCTI Ta wLUIicCHOCTI iHopMalii, mo mnepexndadyae eTHYHY BiJMOBIAAIBHICTh
MOCTAaYaIbHUKIB ITOCITYT Tepel KOPUCTYBAYaMHu.

3akon Ykpainu "[Ipo myOGmiuni enexktpoHHi peectpu" Ne 2170-1X (2022) 3ampoBaxye CTaH-
JTapTH HAIIHHOCTI, MPO30POCTI Ta 3aXUCTY JaHUX Yy poOOTI JepKaBHHUX IHPOPMALIHHUX CHUCTEM
[18]. 3akoH BH3HAa4Ya€ BUMOTH 10 3a0C3MEUYCHHS 3aXKMCTy MEPCOHATBHOI iHpOpMALlii B peecTpax Ta
BCTAQHOBJIIOE KPUTEPii €TUYHOTO YIPaBIIHHS JEPKaBHUMHU JaHUMH, 30KpeMa II0JI0 MiHiMi3arlii
300py, 0OMEKEHHS JOCTYIy Ta KOHTPOJIIO Ha OCHOBI PU3HK-OPIEHTOBAHOTO MiIXOY.

3akon Ykpainu "[Ipo BiaKpuTicTh BUKOpUCTaHHS MyOmiunux komTiB" Ne 183-VIII (2015) xoua
1 He crocyeTbes HanpsaMy IKT, ane BcTaHOBJIIOE MPUHLIMITKM MPO30POCTI, MII3BITHOCTI T4 HEIOMY-
IIEHHSI 3JI0BXKUBaHb, 110 € 0a30BUMM KaTeropisMu LU(POBOi €TUKU IPU AAMIHICTPYBaHHI eleK-
TPOHHHX CHCTEM 3aKyIiBellb, 0I0/PKETHOTO KOHTpPOJIIO Totio [19].

3akononpoekT "IIpo 3axucT KpuTHYHOI 1H(MOpMaLiiHOI 1H(pacTpykTypu" (B Ipoleci yxBa-
JIeHHS) Tiepedayae CTBOPEHHS HOPMATHBHHMX MEXaHI3MiB JJIs YIPABIIHHA PU3HKAMU, ITPO30POTO
ayJUTy Ta BIANOBIJAIBHOIO MOBO/DKEHHS 3 TEXHOJIOTISIMU B 00’€KTax KPUTUYHOI 1HQPACTPYKTYpHU
[20].

OxkpiM 3aKOHIB MiJ3aKOHHI aKTH Ta cTparerii, Taki sk "HaiioHanbHa cTpateris 3 kibepoe3neku
Vpainu" (Vkas [pesugenta Ne 47/2021) [21], Crpareris uudposoi Tpanchopmariii cektopy 6e3-
neku i oboponwu (2022) [22], nporpama "[lis.[{udposa nepxasa, aktu KMV ta Jlepxcnen3s’ 3Ky
3aKpIIUTIOIOTh 3acail €TUYHOTO TMOBOJDKEHHS 3 JaHWMHU, HEOOXITHICTh NOTPUMAHHS MPUHIIUITIB
“security by design” 1 “privacy by design”.

Takoxx Metoauuni pexkomenaarnii HA3K o0 106podecHOCTi y Jep:KaBHOMY CEKTOpI MPSIMO
BKJIIOYAIOTh MPHUHIMIIM [IPO30POCTI, JOOPOCOBICHOCTI, €TUYHOTO BPSIAyBaHHS, 1110 3aCTOCOBHI 1 J0
M (POBUX CEPBICIB.

VY cdepi ocBiTH, cTaHIapTH BUIOI OCBITH 31 cenianbHocTi “Kibepbesneka” (ramys3s 3HaHb 12)
3arBepmkeHi MOH, MICTSITh KOMIOHEHT €TUYHOI MOBEIIHKM Ta MPABOBUX 3HAHb K 000B’SI3KOBY
ckanoBy mpodeciitHoi miaroroBku. CTyIeHTH TOBUHHI JIEMOHCTPYBATH 3AATHICTh MISTH €TUYHO B
CUTyallisX, MOB’SA3aHUX 3 00poOKOI0 KOH(]iAeHLiHOT iH(opMarllii, TecTyBaHHSAM O€3NeKH Ta
B3a€MOIICIO 3 OCOOMCTUMHU JaHUMU.
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Ha piBHi mpodeciitnux 06’ennanb, sxk-oT IT Ukraine Association, ISACA Kyiv Chapter,
Ukrainian Cyber Alliance, TakoXX IifOTh 1HIIIATUBH IOAO PO3POOKH MpOodeCciiHUX CTaHIaApTIB
MOBEIHKH, KOJEKCIB JOOPOYECHOCTI, aHTUKOPYIIIMHUX IOJIOKEHb Ta HOPM 3aXUCTY IH(PPOBHUX
pasB.

Otxe, yKpaiHCbKE 3aKOHOJABCTBO TIOCTYHNOBO (OPMYE CHUCTEMHY €THYHY paMKy s
(dbyHKIIOHYBaHHS HU(GPOBOTO CEepeloBUINA, 0a3ylOYMCh HA TaKUX MPUHIHUIAX SK IPO30PICTh,
Mi3BITHICTh, HEAUCKPUMIHAIISA, Oe3IeKa i moBara 1o npas JroauHd. [IpoTe BiqayTHOIO € moTpeda B
KOHCOJI a1l HOpM, MPUAHATTI HAIlIOHAIBHOT'O KOJEKCY €THKH I KibepdaxiBIliB 1 rapMoHIi3aIlii i3
MDKHAPOAHUMHU MiaXoAaaMu. HacTymHMM JIOTIYHMM KPOKOM y IIbOMY HAIpPsIMKY € (OpMyBaHHS
€TUYHUX CTaHAAPTIB, SAKI CTanu O OOOB’SI3KOBHUMH B cepTHdikallii, MmyOJiyHUX 3aKyIiBIsAX Ta
aKpeauTanii HUQPPOBUX MOCIYT.

IlepcnekTUBY rapMoHi3anii eTHMYHUX TA MPABOBUX MiAX0AIB Y KpaiHu
3 moaeassmu €C i CLIA

B ymoBax cTpaTeriyHoro kypcy YKpaiHu Ha €BpPOIHTErpalilo Ta po3BUTOK LU(POBOI AeprKaBU
0COOJIMBOTO 3HAUEHHS HA0yBae rapMOHi3allisl HAI[IOHAJTBLHOTO MPABOBOTO MOJIS 3 €TUYHUMHU CTaH-
Jnapramu, 1o AiloTh y €Bponeiicbkomy Corosi Ta Cronyuenux Illtarax Amepuku. BiamnosigHicTh
TaKAM CTaHJapTaM HE JIMIIE CHPUATHUME iHTerpamii y cmiabHuid mudposmii punok €C, a i
MIBUIIUTD 3aralbHUM PiBEHB JAOBIpH 10 YKpaiHChKUX IT- Ta kibepOe3neKoBuX pillieHb.

[lepmoueproBuM HampsIMOM Ma€ CTaTH TIOBHOIIHHA iMIUieMeHTanis npuHiunie GDPR
(General Data Protection Regulation). [Tonpu Te, mo 3akon Ykpainu «lIpo 3axuct nepcoHalbHUX
JAHUX» YAaCTKOBO BPaXOBYE OKPEMi MOJOXKEHHS PEriiaMeHTy, BiH MOTpeOye CyTTEBOTO OHOBJICHHSI.
HeoOxigno uiTko 3akpinutu 000B’s130k Data Protection Officer (ynmoBHOBakeHOT 0COOM 3 MHUTaHb
3axHCTy JJaHHUX ), BAMOTHY JI0 OOPOOKH JaHUX HA OCHOBI 3rojM, IPaBo Ha 3a0yTTs, MPaBO HA JOCTYII,
MOPTATUBHICTh JAHUX, a TaKOXX BBECTH €(EKTHBHI MEXaHI3MU KOHTPOJIIO Ta CAHKIIIH, SKi MalOTh
CTPUMYBAJIBHUH 1 IPEBEHTUBHUI XapakTep.

HactynHuM KpokoM € po3poOka Ta BIPOBA/KEHHsI HALIOHAJIBHOI'O €THYHOI'O KOJEKCY s
daxiBiiB 3 kidepOesmekn. Takuil Kogekc Moxke OyTu cTBoperwmit 3a 3paskom ACM Code of Ethics
a6o (ISC)? Code of Ethics 1 BkitouaTi 000B’3KHU MEpe]l CyCIiIbCTBOM, 3aMOBHUKAaMU, KOJIETAMH Ta
npodecietro 3arajoM. BiH Mae cratm 00O0B’S3KOBOIO  CKJIAQIOBOIO Iporpam  mpodeciitHoi
cepTHdikallii, JilleH3yBaHHs Ta JAepkaBHOro 3aMoBiieHHs y cepi IKT.

KpiM Toro, BaxJIMBUM € CTBOPEHHSI CUCTEMH cepTU(IKallii Ta HarasAy 3a JOTPUMAHHSIM €THY-
HUX CTaHJapTiB, aHajoriuyHoi o npaktuk ENISA y €C. Taka cucrema 103BOJUTH MEPEBIPSITH HE
JIUIIE TEXHIYHY BIAMOBIIHICTh MPOAYKTIB YK MOCIYT, ajle i piBEHb iXHBOI ETUUHOCT] — HAIIPUKIIA/,
HACKUTBKM BOHH BPaXxOBYIOTh BUMOTH A0 KOH(DIIEHINHHOCTI, CIpaBeIIMBOCTI, HEAUCKPUMIHAIIII,
3ax¥CTy NMEPCOHATBHUX JaHUX.

Oco65uBoi yBaru norpe0ye CTBOPEHHS MEXaHI3My 3aXUCTY €TMYHHMX JOCIHIJHHKIB, SIKi J1IOTh
3a Mmozemwnto coordinated vulnerability disclosure. ¥V CIIA Tta €C mnomibHl MexaHI3MH
OIATPUMYIOThCS JiepkaBHUMH iHcTuTylisiMu, 30kpema CERT, NIST, ENISA. B VYkpaini Taki
HII[IaTUBU MOXKYTh OyTH 3aKpIIUIEHI Yepe3 BIAMOBIAHI MOJOKEHHS B 3aKOHI Mpo KidepOe3neky abo
okpemy mnoctaHoBy KabGinery MinictpiB. Lle 103BOMUTH 3aXUCTUTH «OLIMX XakKepiB» Bij
KpUMIHAJIBHOIO ME€pECiAyBaHHs 32 JOOPOCOBICHE MOBIIOMJIEHHS ITPO BPa3IMBOCTI.

VY cdepi 0cBITH JOLIIBHUM € BBEIEHHS 000B’I3KOBUX HABYAJILHUX MOJYJIB 3 LU(POBOI €TUKU
y MporpaMM BHIIMX HaBYAJIBHUX 3aKialiB 3a crneuianpHocTsIMH «KibepOesneka», «Komm ioTepHi
Haykn», «[HXeHepis mporpamMHOro 3a0e3MedYeHHs» TOIOo. Takwil MiAXiJ BIATOBIIAaE MpPaKTUKAM
CIIA Ta €C, ne mudposa eTuka € CTaHAAPTHUM KOMITOHEHTOM miArotoBku IT-daxiBmiB. OcBiTHI
CTaHJApTH MalOTh OYTH JOMOBHEHI KOMIIETEHTHOCTSMH 3 €THYHOT'O aHANli3y PU3MKIB, YIpPaBIiHHA
KOH(DJIIKTaMu 1HTEpeCiB Ta TOTPUMaHHS MPUBATHOCTI.

[Ile ogHMM HAMpPsIMOM € TapMOHi3allisl MPAKTHK 3aXUCTY MpaB KOPUCTYBauiB IUPPOBUX IJIaT-
dopm. lle BriIrOUaE MIABHINEHHS BUMOT JIO MPO30POCTi AJTOPHTMIB, BUKOPUCTAHHS IITYYHOTO
iHTeneKkTy, npuHuumiB fairness, accountability, transparency (FAT). Ykpaina moxe 3anpoBaguTH
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amanToBaHy Bepcito migxoxaiB Trustworthy Al, chopmoBanux €Bpokomici€ro, i3 000B’S3KOBUM
ayJIMTOM €THYHHUX HacHiJKiB IT-pimens, K1 BIUIMBAIOTH HA TIOBEIIHKY KOPUCTYBadiB a00 0OpoOKy
TaHUX.

Takox HEOOXiTHUM € IMOCUJICHHS MDKB1ZIOMYO1 Ta MIXKHApOHOT KOOpAMHAIlIl B €THYHIH cdepi.
3okpema, YKpaiHa MoKe IHINIIOBaTH MpUEAHAHHS A0 mporpaM eTuyHoi ceprudikanii ENISA,
yuacti B Global Forum on Cyber Expertise (GFCE), po3sutky npoekriB 3 ITU, OECD Ta Pamu
€Bponu B rainysi nudpoBux mpas.

VYeci 1l iHiIaTUBH MarOTh OyTH 00'€/IHaHI y HAIlIOHAJILHY CTpaTerito NU(POBOI €THKH, KA BU-
3HA4aTUME TPIOPUTETH, NMPUHIMIN, MEXaHI3MH BIIPOBAKEHHS Ta OLIHKMA epexkTuBHOCTI. Takuit
JOKYMEHT MOKE CTaTH JIOTIYHUM MpoaoBkeHHsIM Ctparerii kibepOe3nekn YKpaiHu Ta CHHEPTIEo 3
b poBuMH TpanchopmaniiftHuMu npoextamu «/liss», «Paperlessy, «/lis. OcBitay ToII0.

TakuM YUHOM, Y3TO/DKEHHSI YKPATHCBKOTO MiAXOY A0 IU(PPOBOi €THKH 3 €BPOICHCHKUMU Ta
aMEPUKAHCHKUMU MPAKTUKAMHU € HE JUIIC JOIUTPHIM, a i HEOOX1THUM KPOKOM JUIsl 3a0e3rmeueHHs
JOBipH, TPO30POCTI Ta CTAIOTO PO3BUTKY HMU(POBOTO cepeoBHIIa B YKpaiHi.

I[IpakTHyHi pekoMeHaallil 010 BIPOBA/>KEHHS €THKH
B MislJIbHOCTI (haxiBus 3 KidepOe3nexun

Y KOHTEKCTI CTPIMKOTO 3pOCTaHHS OOCSTIB IH(POBHX HaHWX, AKTHBHOTO BIPOBAKCHHS
iH(popManiiHo-komyHikauiinux texnonorii (IKT) ta 3pocTanHs pusmkiB Kibeparak 0ocoOIUBOI Ba-
ru HaOyBae MHUTaHHS JOTPUMAHHS €THYHHX NMPUHLOUIIB Yy chepi kibepOesneku. Etuka daxiBus 3
0e3neku He ymie GopMye TOBIpY 10 KOHKPETHOTO CICIMialliCTa, a i CTBOPIOE YMOBH JUISI CTIHKOTO
u(GpPOBOro PO3BUTKY CYCHUIbCTBA 3arajoM. Hukue 3ampoONOHOBAHO HM3KY MPAKTHYHHUX
pekoMeHAalil, fKi MOXYThb OyTHM BHUKOPHUCTaHI SK OCHOBA JUIsl €TMYHOI'O BPSAYBaHHS B raiysi
iHpopMaiiiHoi Oe3neKu.

1. BukopucTaHHs BUKJIIOYHO €TUYHUX METO/IIB ayJAUTY Ta TECTYBAHHS O€3MEKH.

Yci dopmu TectyBaHHs iHGOpPMAIIHHUX CHCTEM, 30KpeMa ayIuT, OIiHKAa BpPa3UBOCTEH 4
MIPOBE/ICHHS TEHTECTIB, MOBUHHI 3/IHCHIOBATUCS BHUKIIOYHO 32 YMOBH OTPHUMAaHHS IHCHMOBOTO
JI03BOJTy BiJ BIIacCHWKa iHQopmariiiHoi cucremu. Lle BiamoBimae siKk MOJOXEHHSIM KPUMIHAIBHOTO
3aKOHOAABCTBA YKpaiHu (30kpema, crarTsiM 361-361-2 KpumiHambHOro KOAEKCY), Tak 1
MDKHApOJHUM CTaHJapTaM €TH4YHOi nmoBeAiHkH B ramysi IT. [IpoBeaeHHs TecTyBanb 0e3 3rofu Ccy-
NepeyuTh 0a30BUM €TUYHUM IPUHLUIIAM 1 MOKE OyTH PO3IIHEHE SIK HE3aKOHHE BTPYYaHHS B po0Oo-
Ty CHUCTEM.

2. ®opMyTIOBaHHS Ta JOTPUMAaHHS 0COOMCTOro a00 KOMaHHOIO “€THYHOro KoMmaca’.

QaxiBenb 3 KiOepOe3neku MMOBUHEH MaTdh YITKO c(OpMyJIbOBaHUN HaOlp BHYTPIIIHIX
MPUHIIMIIB, SIKI JIOIOMAratoTh MpUIMaTH PIIIEHHS Y HEOJHO3HAYHUX 200 KOH(IIIKTHUX CUTYalllsX.
Takuit “eTmuHuil kommac” Mae Oa3yBaTHCS Ha MPHUHIMIIAX [OBaru 10 KOH(IAEHIIIHOCTI,
MIPO30POCTI, HEJOMYIIEHH KOIH, MIA3BITHOCTI Ta JOTPUMAaHHS ClIpaBeAuBOCTI. JlIOKyMEeHTyBaH-
HS UUX NMPUHIUIIB MOKE BUCTYNATH YAaCTMHOIO BHYTPILUIHBOTO KOJIEKCY MOBEIIHKH a00 MOIITHKU
iHpopManiiHOoi 6e3neKr KoMIaHii.

3. InTerparis eTMYHUX NPUHIMIIB Y BHYTPIIIHI HOJITUKH OpraHi3awii.

Etnuni crangapTi MatoTh OyTH HE JIHUIIE ACKJIAPATUBHUMH, a i IMIUIEMEHTOBAaHUMH B IPAKTH-
Ky uepe3 BHYTPILIHIO HOPMAaTHUBHY JOKyMeHTalito. Lle crocyeTbcsi MOJITUK MO0 MOHITOPUHTY
cucrteM, OOpOOKM IEpCOHANBbHUX JaHUX, PErJaMeHTIB pearyBaHHsS Ha IHLIMICHTH, a TaKOX
IIPOTOKOJIIB B3a€MOJII 3 TPEeTIMU CTOpoHaMu. Hampukiaa, KOHTPOJIb JOCTYNY O JIOTIB IOBUHEH
OyTH oOMeXeHMH 1 MiA3BITHUH, 3 METOI0 3amO00IraHHs HECAaHKI[IOHOBAaHOMY MeEperiisaay MpUuBaTHOI
iHpopmarii.

4. IlpocyBaHHS €TUYHHUX MPAKTHK Y TPOodeciiiHOMY CepeOBHILI.

binmpm nmocBimueHi (axiBiii MOBUHHI BUCTYNAaTH €THUYHUMH HACTaBHUKAMH IS MOJIOJIHUX
CMELiaNiCTIB, PO3’SICHIOIOUM 3HAUY€HHS J00pOYecHOi MOBEJIHKM B YMOBaxX TEXHIYHOI IepeBary.
Ile MOX1IMBO uepe3 ydacTb y NpodecifiHUX CHUIBHOTaX, MEHTOPCTBO, MYOJIYHI BUCTYIH Ha
KOH(epeHIIisX, CTBOPEHHS HaBUaJIbHUX MaTepialiB 1 KypciB 3 eTuku B IKT.

5. BukopucranHs MO/ieNi BIINOBIIAIBHOTO PO3KPUTTS BpazinuBocTei (coordinated disclosure).

118 ISSN 0485-8972 Radiotekhnika No. 223 (2025)
elSSN 2786-5525



[lpu BusBIeHHI YypasauBocTe y cropoHHboMy II3 abo cepsici, (axiBenpb MOBHHEH
MOBIJIOMUTH TIPpO HEi BUPOOHWKA ab0 BIAMOBIMAIBLHY CTOPOHY MO ii MYOJIYHOTO PO3TOJIONICHHS.
Taka nmoseninka y3ropkyerbest 3 pekomenganisimu ISO/IEC 29147 ta npaktukamu NIST i CERT.
Bona no3Bosisie 3amo0irTu 37I0BKMBAaHHIO 3HANICHOIO yPas3JIMBICTIO TPETIMH CTOPOHAMH Ta 3MEH-
UIUTH PU3UKHU U1 KOPUCTYBAYiB.

6. HempunycTumicTh BUKOPUCTAHHS TEXHIYHUX 3HAHb Y BIACHUX IHTEpecax.

QaxiBenp MOBHHEH YTPUMYBATUCh BiJ 3aCTOCYBAaHHS 3HaHb PO HE3aKPUTI BPa3IMUBOCTI,
00XigHI nUIsIXH aBTeHTHUdIKaIi a0 TEXHIUYHI O0COOJMBOCTI CHCTEMH JJII OCOOHMCTOI BHUTOIM abo
nepeBaru y 6i3Heci. Taki 1ii cynepedarb OCHOBOIIOJIOXKHUM €THYHHM KojiekcaM (3okpema, ACM ta
(ISC)?), a Takox mianaaaoTh il 03HAKH KPUMIHAJIBHHUX PABOMIOPYIICHb.

7. IIpocyBaHHs BIAKPUTHUX 1 MPO30OPHX IHCTPYMEHTIB 3aXHCTY.

@daxiBIll TOBUHHI MOMYJIIPU3YBaTH Ta BIPOBAIKYBATH y poOOTYy open-source 3aco0u 3aXHUCTY,
taki sk KeePass, Signal, OpenVPN, GPG, sixi 103BOJSIOTH KOPUCTYBau€Bl CAMOCTIHHO MEPEKOHA-
TUCS Y BIJICYTHOCTI NpPHUXOBAaHMX MeXaHi3MiB 300py iH¢opmamii. Lle crpusie ¢dopmyBaHHIO
uQpoBoi JOBIPH Ta MIATPUMII JEMOKPATHYHHUX IIIHHOCTEH y cpepi TeXHOJIOT 1.

8. YHUKHEHHS y4acTi B CYMHIBHHX a00 “Cipux’ IMPO€EKTaX.

Etnunmii ¢axiBenp MOBMHEH BiJAMOBIATUCS BiJl CIIBIIpali B MPOEKTaX, AKi nependavaroTh
HECaHKI[IOHOBAHUN JOCTYI /0 JaHUX, CTEKEHHs 0e3 CyIOBOro pPillleHHS, 3J0M KOHKYpPEHTIB abo
1HII Aif, 0 cynepeyaTs NPUHIMIIAM €THYHOI MOBEIIHKH. Y4YacTh y MOJIOHIN MISUIBHOCTI MigpUBae
peryTaiito sk (axiBIs, TaK i rarysi 3araiom.

9. 3abe3neveHHs MPOMOPLIHHOTO MOHITOPHHTY, SIKUI HE TIOPYIIY€E TPUBATHOCTI.

Y Bunaakax, KOJIM HEOOXiJHE BeIEHHs XypHaliB i KOpHCTyBauiB abo aHani3 Tpadiky,
MOBHHHI 3aCTOCOBYBATHUCh METOJH, SIKI MiHIMI3yIOTh BTPYYaHHS Yy NpHBAaTHE XUTTA. Hampukian,
3HEOCOOJICHHS JTaHMX, CKOPOUYCHHS TEPMiHY 30epiraHHs XypHaliB, BUKOPUCTAHHS (IIBTPIB IS
yyTIMBOI iH(OpMallii — yce 1ie MiABUIY€E PiBEHb €TUYHOI BIAMOBITHOCTI.

10. CrpusiHHS pO3BUTKY 3aKOHO/IaBUMX 1HILIATUB MO0 3aXUCTy €TUYHHUX JOCIITHHKIB.

B Vkpaini BiacyTHiN 4iTKMH MeXaHi3M IpPaBOBOIO 3aXHCTy OCiO, SIKi MOBIIOMIISIOTH TIPO
Bpa3nuBocTi B cuctemax (white-hat hackers). IIpodeciitna crinpHOTa Mae iHIIIIOBaTH PO3POOKY
BIIMOBIAHUX 3MIH 10 HOpMaTHBHOI 0a3u, ski © mnependayanu HOOPOBUIBHY peECTpallito
TECTYBAJIbHUKIB, BU3HAYCHHS MPABWJI BiJIOBIAIILHOTO PO3KPUTTS, @ TAKOX IOPUAWYHHNA 3aXHCT
MIPY IOTPUMAHHI TAKUX TTPABHIL.

Peanizaris HaBeAeHUX peKOMEHaIlii cipusitTuMe GOpMYBaHHIO B YKpaiHi €THYHOI KYJIbTYpU Y
chepi kibepOesneku, ska 0a3yeThCsi Ha MPO30POCTi, BIAMOBIAAIBHOCTI, HEOMYIIEHHI MIKOIU Ta
1oBa3i JI0 MpaB JOJUHU. B ymoBax riOpuaHux 3arpos, msuakoro po3Butky LI ta nudposizamii
BCiX cdep KHUTTA poNb €TUKUW B KiOepOesmeri MOCTae€ K KIIOUOBMA KOMIOHEHT HE JIHUILe
npodeciifHoT NiSIbHOCTI, @ i CTPATETIYHOTO PO3BUTKY JEP>KaBU.

BucnoBku

JlocmipkeHHsT MIATBEPPKY€E, L0 €TUYHI NPUHUUNM € (yHIAMEHTAIbHUM €JIeMEHTOM
npodeciifHol AiAIbHOCTI y cdepi KibepOe3neku, a HudpoBa 10Bipa — KIIOUOBUM PECYpCOM ISl CTa-
noro (yHKIioOHYBaHHS 1H(opMaliiHoro cycniabcTBa. CydacHi BUKIWKH, 30KpeMa 3pOCTaHHS
kiOepaTak, BIPOBA/KEHHS IITYYHOTO 1HTEJEKTY Ta IMpoOsieMHu KOH(IAEHLIHHOCTI, BUMaraloTb He
JMIE TEXHIYHUX DpillleHb, a W eTH4Hoi pedriekcii Ta HOPMAaTHUBHOIO pETryJOBaHHS. AHaii3
mibxHapoauux (GDPR, ISO/IEC, ENISA, ACM, (ISC)?) Ta HauioHaJIbHUX CTaHJApTIB (YKpaiHChKI
3aKOHM MpO KibepOe3mneKy, 3aXUCT MEePCOHANbHUX JaHMX, €JIEKTPOHHI KOMYHIKallii) JEMOHCTpYE
HEOOX1THICTh KOMIUIEKCHOT'O MIXOYy 10 €TUKH.

OcobnmuBy yBary ciii MNpUAUIATH TapMOHi3allii HAI[lOHAIBHOTO 3aKOHOJABCTBA 3
€BPONENHCHKUMU MiTX0JaMH, PO3BUTKY MpodeciiiHoi cepTudikaiii 3 eTHMYHUM KOMIIOHEHTOM, BIIPO-
Ba/DKCHHIO €TUYHUX KOJEKCIB Y KOMIAHIAX 1 3aKianax ocBiTH. [IpakTuuHi pekomeHaalli, HaBeeH1
y CTaTTi, MalOTh CTaTH OCHOBOIO s (OopMyBaHHS NpodeciiiHOl KyabTypH BiANOBIAAIBHOCTI,
100pOYECHOCTI Ta BIAKPUTOCTI y cepi kidep3axucty. [lomanmbIm qOCTiKEHHS TOIIILHO 30Cepe-
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JUTH Ha TPABOBOMY 3aXHCTI €THYHUX JOCITIAHHKIB, OIHI alrOPUTMIYHOI CHpPaBEIIMBOCTI Ta
nudpoBUX TTpaB KOPUCTYBAUiB.
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