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T.I. KOPOREWHIKOBA, xano. mexh. nayk, H.B. KPAB4YYVK

IHQOPMAHIﬁHA TEXHOJIOI'ISI ML-WAF
AJIA KITACUPIKALII TA BJIOKYBAHHSI IPEKIIMHUX ATAK
Y KOHTEMHEPU30BAHOMY BEB-CEPE/IOBHIII

Beryn

CyuacHi BeO-pecypcu Ta cepBepHi cucTeMH (YHKIIIOHYIOTh y CEPEIOBHINAX, IO XapaKTepH-
3YIOThCSI BUCOKOIO JMHAMIKOIO 3MiH, IIMPOKUM 3aCTOCYBAaHHSIM MIKPOCEPBICHOT apXiTEKTYpH, KOH-
TeliHepu3aIlii, opkecTpallii Ta XMapHux oounciieHs [ 1-4]. [Tomynspuzariiss KOHTEHHEPHUX TEXHOJIO-
riif, 3okpema Kubernetes, 3ymoBuia nosiBy HOBUX BUMOT JI0 3a0e31eueHHs KibepOe3neKku, 0CoOIMBO
oo 3axucty tpadiky Ha piBai HTTP(S)-3amuTiB. B yMOBax ropM30HTaIbHOTO MacIITaOyBaHHS,
JMHAMIYHOTO CTBOPEHHS/3HUILEHHS KOHTEHHEPIB Ta aBTOMATH30BAHOTO KEPYyBaHHS HaBaHTaXKEH-
HSM TPaIUIIiHI METOJM 3aXHUCTy BTpadyaroTh €(HEeKTUBHICTH [5—8]. OqHuM 13 HaHOLIBII 3arpo3/Iu-
BUX 1 NOUIMPEHHUX KJIACiB aTaK y BeO-CepeoBUIN 3alIuIIalOThes iH ekmiiHi aTaku: SQL Injection,
Cross-Site Scripting Ta Command Injection. ¥ Takux ymMoBax TpaaulliiiHi 3acO0M BUSBJICHHS aTak,
30kpemMa curHaTypHi WAF-pimenHs, IeMOHCTPYIOTb OOMeXeHYy €(QEeKTHBHICTh Yy MpOTHIIi
1H’EKIIMHUM aTakaM dYepe3 IXHI0 BapiaTHBHICTh, KOHTEKCTHY 3aJICKHICTh Ta MOJJIHMBICTH MO-
nudikariii ooxigHumMu Texnikamu [9—10].

3anpornoHoBaHa y TOIaHOMY TEKCTI iHGOpMaIliiiHa TEXHOJIOTisI 3a0e3neuye: BHCOKOTOYHY Kila-
cudikaito HTTP(S)-3anuTiB; amantuBHE NPUHHATTA pilleHb Ha OCHOBI PHU3HKY; HHU3BKY
3aTpUMKY OOpOOKHM B peXHMI peaJbHOro yacy; aBTOMAaTH4YHE MacliTaOyBaHHSA Ta CAMOOHOBJICHHS
ML-monermi.

Mertoto pobOTH € po3pOOJICHHsI Ta eKCIEepUMEHTaIbHA OIliHKa aganTtuBHOI ML-opienToBaHOi
iHpopMamiiHoi TeXHOIOTIT Tt Kinacudikalii Ta 6JOKyBaHHS 1H €KLIHHUX aTaK y KOHTEHHEPH30Ba-
HHUX BeO-cHCTeMax, 110 3a0e3Mmedye BUCOKOTOUHE BUBICHHS KiuBUX HTTP(S)-3anuTiB, HU3bKY
3aTpUMKY 00OpOOKHM Ta MiATPUMKY caMOOHOBJIEHHs Mojelni B MLOps-kouBeepi.

1. Indopmaniiina texnonoris ML-WAF nns kiaacudikauii Ta 6J10kyBaHHS
i’ eKIiHHUX aTak

Konyenmyanvna mooeny Bu3Hawae noriuny ctpykrypy IT, xmrodoBi eramu oOpoOku BeO-
3aMuUTIB 1 B3a€EMOJII0 MOAYJIB y MPOLECi BUSABIECHHS Ta OJIOKYBaHHS 1H €KUIHHUX aTak. Toxai KOH-
Be€ep 00pOOKH 331a€ThCs KOMIO3UIIIEIO (PYHKITII

Tout = fn o fan— 1o 0 fi(Tin), (1)

ne 1y, — Bxigauit HTTP(S)-3anur, f; — dyskmionansauii 00poouuk (TLS-tepminamis, ML-¢inetp,
MapIIPyTU3ATOP), Ty ¢ — BIATIOBLAb MICHS MPOXOKEHHS BCIX €TamiB 00pOOKH.
ML-koMIoHeHTa 00YHCITIOE PU3UK

risk_score = g(x); 2
Jie X — 03HaKOBUM BeKTOp, chopmoBanuii 3a TF/IDF ta 30arauennmMu o3Hakamu.
Peakuiist Bu3Ha49aeThes IOpOraMu Tppyiq Ta Thigp):
ALLOW, risk_score < Tyiq
d = {SANDBOX, Tyiq <risk_score < Tpigp (3)
BLOCK, highrisk_score = Tyigp
L5 momiTHKa € THYYKOIO Ta aJJalTYEThCS 3aJI€KHO BiJl HABAHTAKECHHS 1 KOHTEKCTY.

Cmpykmypna cxema TEXHOJIOT1I BH3HAYA€ JIOTIYHO BIOPSAKOBAaHY CYKYITHICTH MOJIYIIB Ta
MiCUCTEM, L0 Peai3yioTh (PyHKIiOHAJIbHE HANIOBHEHHS MEXaHi3My BHSABICHHS Ta OJIOKYyBaHHS
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1H’€KLIIHHUX aTaK y KOHTEHHEPU30BAHOMY CEpEAOBHIII 1 JEMOHCTPYE TOPU3OHTAIBHO OpraHi30Ba-
HUW, MOIYJIbHUM CTEK KOMITOHEHTIB, SIKI BUKOHYIOTh IOCIIIOBHI eTanu oOpoOKHM 3aluTy Ta reHe-
PYIOTHh BIIMOBIAHI pillIeHHS MO0 Oe3neku. MoayIbpHICTh 3a0e3meuye MOKIMBICTh HE3aJICKHOTO
MaciTaOyBaHHS Ta OHOBJICHHSI OKPEMHX KOMITOHEHTIB, III0 € KIIFOYOBOKO BUMOT OO Jiisi Kubernetes-
OpIEHTOBAaHUX pillleHb. Y BepxHiil wactuHi mojem (puc. 1, a) posramosano Ingress Layer, sikuit
BIJIIIOBIIa€ 3a MEPEXOIUICHHS, aHai3 1 MepBUHHY MapiupyTtu3aiiro tpadiky. Normalization Module
BUKOHYE JIIHI'BICTHYHY Ta CTPYKTYpPHY HiArOTOBKY 3anuty. HacTymHi 61oku Gpopmytors ML-TpakT:
MOYJTb BUTATAHHS 03HaK Ta ML-WAF Service 3 KNN-knacudikariiero.
Pesynbratn anamizy nepeparotbesi 10 Policy Engine, sikuii BU3Ha4ae ocTaTOYHE PIICHHS MO0
00poOku 3amury. HwkHS YacTMHA CXEMH BIAMOBINA€ 3a JKUTTEBHM LMK PINIEHHS: 00poOKa
backend-nonatkom, dikcarist iHpopManii y KypHaliax, nepeaada METPUK y CHCTEMY MOHITOPHHTY
Ta y4acTh y caMOOHOBJIeHHI Mozeini uepe3 MLOps Pipeline.

Dynxyionanvha cxema BinoOpakae TUHAMIYHY JIOTIKY poOoTH iH(pOpMaiifHOI TEXHOJIOTI],
TOOTO CIOCI0, Y SIKWW CHCTeMa 3MIHIOE CTaH, IEPeIac IaHi Ta MpUiMae pilieHHs B pealbHOMY 4Yaci.
Ha BigmiHy BiJIl CTPYKTYypHOI CXEMH, IO JEMOHCTPYE B3a€MHE pO3TAllyBaHHS KOMIIOHEHTIB,
(yHKITIOHAJIbHA CXeMa 30CEPEIDKYEThCS Ha IMOCTIJOBHOCTI JiH, TpUrepax MepexodiB 1 (QPyHKIIIO-
HaJIbHUX 0OpOOHMKaX, siKi (hopMyI0Th OBHUH crieHapit 06pooku HTTP(S)-3anuty. Sk mokazano
Ha puc. 1, 6, pobora TexHoioOrii CkIagaeTbcss 3 9 (QYHKIIOHAIBPHUX €TamiB, IO YTBOPIOIOTH
HACKpi3HHI KOHBEep Oe3MeKH.

1. NpuimanHa
Ingress Layer - 3anuTy
Nginx / Envoy / Istio TLS termination,
routing, preliminary
l filtering
Normalization 2. Hopmanisauis 1a
Module npepo6po6ka
URL parsing,
decoding,
l canonicalization,
header sanitizing
Feature Extraction -
TF/IDF + enriched 1
features 3. ®opMyEaHHA
03HaK
l TF/IDF, cTPpYKTYpPHI Ta
KOHTEKCTHI 03HaKK
ML-WAF Service -
KNN Classification 1
Engine 4. ML-knacudixauia
KNN + oBumcneHHa
l risk_score
Policy Engine
A 5. NpuiiHaTTa
pilweHHs
ALLOW / SANDBOX /
BLOCK
Backend Block / Sandbox
6. Backend s
l cepenoeue
Logging & Monitoring
- Elastic, 8. NloryeauHs Ta
Prometheus, Grafana RLIU L L7
HypHanu, MeTpukn
l Prometheus, Grafana
MLOps Pipeline - l
Retrain - Validate = 9. MLOps-nainnaiux
Deploy riaroToBka paHux —
MepeHaBuyanHa —
Banipauia —
Po3ropTaHHa
a — CTpYKTypHa CXeMa TeXHOJIOTii 6 — QyHKIIIOHANBEHA cCXeMa TEXHOJIOT11
Puc. 1. Mopneni komnonenTi texnosorii ML-WAF
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@yHKITIOHATbHA CXeMa BU3HAYAE SIK JaHI PyXaloThCs, sIKi oneparlii BUKOHY€E cHCTeMa, KOJH 1
YoMy NPUIUMAIOThCS PIIICHHS, Ta K1 IaHl BIUTUBAIOTh Ha CAaMOOHOBJIEHHsS Mojeni. KopoTkuii omuc
€TalliB, 110 CKJIAJAI0Th JIOTIKY pOOOTH TEXHOJIOT1I:

1) Mpuiimausass HTTP(S)-3anuty. Y mporieci npuiiMaHHs 3aMTy MPOBOAUTHCS TepMiHalist TLS
(3a HasABHOCTI), TIOYATKOBA BaNiJallisi CTPYKTypHU 3aluTy, a TAaKOXK 3aCTOCYBaHHS 0a30BHX IPABUI
0e3I1eKH, CIPSIMOBAHUX Ha (DUIBTPAIiI0 HEKOPEKTHUX a00 OYEBUIHO IIKIJIMBUX 3aITUTIB.

2) Hopmaunizanist Ta 00poOka 3anuty. 3aBIsiKi 1IboMYy (POPMYFOTHCS Tiepe0auyBaHi, Y3roHKeHi
TEKCTOBI OJIMHUIII, SIKI MOKYTh OyTH 00po0IeH1 MoayIsiMu (hOPMYBaHHS O3HAK.

3) ®opmysanns o3Hak (Feature Extraction). Cucrema cTBOprO€ 0aratoBUMIpHHI O3HAKOBHil
omuc 3anuty. Ha npomy kporti BukonyeTbes TF/IDF-Bektopusariist TeKCTOBUX KOMITOHEHTIB. CyKyTI-
Hicth TF/IDF-BekTopa Ta 30araueHNX 03HaK CTBOPIOE KOMILJICKCHUN O3HAKOBHUI MPOCTIp, 1110 TOYHO
BiJIoOpakae SIK TEKCTOBUM 3MICT 3aIUTYy, TaK 1 HOTO CTPYKTYpHY popmy.

4) Knacudikaniss 3anuty ML-moxemmo. Pesynsratom kiacudikamii €: BH3HAYCHHH Kiac
(manpuxman: normal, SQLi, XSS, Command Injection); uncinoBa ominka pusuky (risk score), sika
MOKA3y€e CTYIHb HEOE3MEKU 3aIUTY.

5) Ipwuitasarrs pimennast (Policy Engine). Ha ochoBi 3HaueHHs risk score, oTpuMaHOro Bix
ML-monyss, Policy Engine nopiszioe iioro i3 noporamu Tryiq Ta Thigp , SKI BU3HAYAKOTH MEXKI MIK
HU3BKHUM, CEPEIHIM Ta BUCOKHM PIiBHSAMH 3arpo3u. Y 3ajJeKHOCTI BiJ] CIiBBiAHOMEHHs risk score Ta
MOPOTiB 3aCTOCOBYETHCS OHE 3 TPboX pimeHb: ALLOW — 3anut BBakaeTbcs OE3MEUHUM Ta Tepe-
naetbesi y backend; SANDBOX — 3amut € mijo3piiuM, TOMY BHKOHYETHCS Y BIJOKPEMIICHOMY
cepenoBHIli ado mepeaaeTbes y qogarkoi Mmomyii Bamigamnii; BLOCK — 3anut omHO3HAYHO 17€HTH-
(hiKyeTbCsl SIK aTaKyIO4Hi, 1 CHCTeMa MOBEpTa€e KIIEHTY BIAMOBiAB 13 3a00pOHOI0 MOCTymy (Hampu-
kian, HTTP 403).

6) Ilepenaua 3anuty y backend-momartok. SIkimo mpwuiinsate pimienns mae tan ALLOW, 3amut
norparisie 'y backend-momarok abo MikpocepBiCHY JIOTiKy, /€ BUKOHY€ETHCS BiAIOBigHA Oi3Hec-
¢dynakionaneHicTh. Takum unHoM, ML-WAF Buctymae ¢iasTpoM MiX 30BHIIIHIM TpadikoM Ta
SIPOM TIPHUKIIATHOT CUCTEMH, 3aXHIAI0YN OCTAHHIO BiJl IIKIJIMBOTO BILIHBY.

7) brokyBanus a6o i3omsiis (Sandbox Processing). Skimo aktuBoBano pexxum SANDBOX,
3aMUT HAaJIXOJHUTh y CIeIialli30BaHe 130JIbOBaHE CEPEOBHIIE s OE3MEYHOTO0 BUKOHAHHS 200 JeTa-
JHLHOTO aHAI3Yy.

8) JloryBaHHsI, >KypHAJIIOBaHHS Ta MOHITOPHHI. DOPMYIOTHCS METPUKH IMPOTYKTUBHOCTI Ta
cTabiIpHOCTI, SKI mepenaroTbest y Prometheus Ta Bi3yamizyrorbes 3a nmonmomororo Grafana. Ile
3a0e3meyye MOXIIMBICTh: aHAIII3y IIKITMBOT aKTUBHOCTI; JOCIIKEHHS aHOMalii y Tpadiky; oIiH-
KH sikocTi ML-Mozen B pexxuMi eKcIuTyararii.

9) MLOps-kouBeep amanrarii Mojeni. JKypHaiu Ta METPUKH NEPeAaloThCss Y MOAYIb MMiIr0TO-
BKHM JaHUX, JI¢ (DOPMYIOThCS HOBI BHOIpKH JJIA MepeHaBuyaHHs Mozeni. Jlami Momens MpoXOoauTh
MpoIeypy TPEHYBaHHS, TeCTyBaHHs, mnepeBipku ToyHocTi Ta CI/CD pemnsoiiMeHT y Kiactep
Kubernetes. 1le 3abe3neuye Oe3mepepBHY aganTallifo TEXHOJOTII 10 HOBUX BapiaHTIB aTak Ta Ja€
3MOTY MiATPUMYBATH BUCOKHH PIBEHb 3aXHCTy MPOTATOM BCHOTO KUTTEBOTO KTy CUCTEMH.

Ingpopmayitino-nociuna mooenvp BU3HAYAE CTPYKTYPY JaHUX, iX B3aEMO3B’3KU Ta iHGOpMAIliii-
Hi TOTOKHM, IO BHUHHUKAIOTH y Tporeci (yHKIioHyBaHHS iH(opmaniitHoi TexHonorii ML-WAF.
Ha BigmiHy Big CTpyKTypHOI Ta (hyHKIIIOHAJIBHOI CXeM, SKi OKYCYIOThCS BIAMOBITHO HA KOMITOHE-
HTHIM Ta TpoOIecHIN opranizaiii cucreMmu, iH(popMaIliifHO-IOoriYHa MO/Eh BigoOpa)xxa€ CyTHOCTI,
iH(dopmarliiiHi aTpuOyTH Ta JOTIKY B3a€MOJII TaHMX, 110 3a0e3Meuyl0Th pOOOTY MEXaHI3MIB BHUSIB-
JICHHS aTaK, Kiacudikamii 3anuTiB, MPUHHATTS PIIIEHb 1 CAMOOHOBIICHHS MOJIEII.

VY Mexax iHpopMarliitHoi TEXHOIOTT 00pOOIAIOTECS Pi3HI THIH 1HPOPMAIIHHUX 00’ EKTIB — BiJl
BuximHux HTTP-3anuTiB 10 03HAKOBUX BEKTOPIB, KiIacH(]iKaiifHUX Pe3ysIbTaTiB, PillIEeHb MOJITHK
ta ML-mozeneii. CykynHICTh TaKUX CyTHOCTEH Ta iX CTPYKTYpPOBAaHUX OINHUCIB HaBeJeHO y Tab. 1.

102 ISSN 0485-8972 Radiotekhnika No. 223 (2025)
elSSN 2786-5525



Tabmums 1
OcHoBHi iH(OpMaIifiHI CyTHOCTI Ta iX aTpulyTH

CyTHicTh Onuc pyHKIiOHAIBLHOIO NPU3HAYEHHS TA ATPUOYTIB

bazoBa cyTtHicTb, mo mictuth method, URL, headers, body, [P-mxeperno, timestamp.

HttpRequest . .
€ BX1THOKO OMHUIICIO BC1€1 TCXHOJIOI'11.

Bepcis 3anuTy miciist OUUIEHHs Ta KaHOHI3allii. MiCTHTh CTPYKTYpOBaHi ITapaMeTpH, OUHUILEeHI

NormalizedRequest .
3aroJIOBKH, J1CKOAOBAH1 3HAYCHHA.

Bexkrop 03Haxk, 1110 GopmyeTthes Ha ocHoBi TF/IDF-nipencrasnenss ta enriched-features:

FeatureVector
JOBXHWHH, CHTPOIIl1, CTPYKTYPHHX Ta KOHTCKCTHHUX O3HaK.

Mictuts K, HabGip TpeHyBaIbHUX BEKTOPiB, METPHKY BiJCTaHi, Bepcito Momerni. 3abe3mneuye

MLModel (KNN) kiacuikailiro Ta 00YMCICHHS risk score.

Micruts label (kmac), risk_score, mocunanHst Ha MOJIETb, BEPCit0 MOJEII

ClassificationResult . S
Ta ‘-IaCOBy MlTKy Knacn(bu(aun.

Omnmucye peakniro Policy Engine: action € {ALLOW, SANDBOX, BLOCK}, npuuuny,

Decision . . . .

piBeHB pU3HUKY, TOPiBHAHHSA 3 moporaMu Tmid, Thigh.

Tadopmartiiiauii 06’ €KT, 110 peacrasisge Bianosias backend-nonarka Ha Oe3neyHuii 3arUT
BackendResponse bopman 11O TIpEL JUOBIA slon

abo OMoKyBaHHS MPH HEOE3IEIli.

KypHai miif: 3anuT, Kiacudikaris, pileHss, yac o0pooku, merpuku, |P-mkepeo,
LogRecord YpHai A ixauis, p P p JOKep

Bepcis monen. BukopucroByerhest SIEM abo monitoring stack.

3nauenns latency, throughput, error rates, FPR/FNR. 3abe3nedye TenemeTpito Ta JiarHOCTUKY

MetricsRecord TexHiuHOi pobotn ML-WAF.

CyxkynHicts FeatureVector Ta BiIIoBiIHUX MiTOK, copMoBaHuX Ha ocHOBI LogRecord

TrainingDataset ) . C
1 pY9HOTO aHaJIi3y (axiBIIiB.

RetrainedMLModel | Hosa Bepcist ML-momeni, mo npoxoauts Bamiganiro (F1) ta nemioiiment yepe3 MLOpS.

[TouaTkoBOIO CYTHICTIO, fIKa iHIiIiO€ yci iHpopmamiiiHi npouecu, € HttpRequest — Bxignuii
HTTP(S)-3anur, 1110 MiCTUTh YCIO NIEPBUHHY 1H(POpMAIIit0 Bia KiieHTa. [Ticias mpoXopKeHHs eTary
nopmaiizarnii ¢popmyerscst NormalizedRequest, sikuit € cTaHIapTH30BAHOK BEPCIEI0 MOYATKOBUX
JAaHUX 1 BUCTYMAa€ OCHOBOIO JUIsl MOOYJOBH O3HAKOBOTO TPOCTOpY. Taka HOpmaizallis yCyBae
o0dyckartii, o 703BOJIsIE TApAaHTYBATH KOPEKTHICTh MOAAIBIIOTO MAITUHHOTO aHAI3Y.

Ha nactynnomy erami gopmyetscst FeatureVector, sxuil ckianaeTscs 3 KUIBKOX TPyl O3HAK:
tekcToBUX TF/IDF-KOMIOHEHTIB, CTPYKTYpHUX O3HAK (HANpUKJIaJd, KUIbKICTh apaMeTpiB, TOBKH-
Ha 3amUTy, €HTPOIIs), a TAaK0X KOHTEKCTHUX XapaKTEPUCTHUK, IO BiJOOPa)KaroTh CXOXICTb 0
mKiumBUX mabnoHiB. Llei komruieke o3Hak mepenaeThes 10 ML-Momynis, 1€ BUKOPHUCTOBYETHCS
MLModel (KNN). Mozens MiCTUTh TPEHYBaJIbHI BEKTOPH Ta MpaBWJia BUSHAYCHHS HAWOIMKIMX
CyciJiiB, IO 3a0e3medye Kiacu(ikalrito.

PesynbraTom pobotn mozeni € cytHicTh ClassificationResult, sxa BkiIrodae kiac 3ampocy Ta
obumciieHn# risk score — 4MCIOBY XapaKTepuCTHKY HeOe3newHocTi. Ha miit ocHoBi Policy Engine
dbopmye cytHicTh Decision, sika BU3HAYA€E PEaKIlif0: MPOMYCK, OJOKYBaHHS a00 130JIAIII0 3aIUTY.
Hanmani Decision BriuBae Ha opmyBannsi BackendResponse, sika Moxke OyTH SK TTOBHOIIPaBHOIO
BiamoBigato backend-cepsicy, Tak 1 MOBIZOMIICHHSM MPO OJIOKYBaHHSI.

Jnis 3abe3neueHHs] MOBHOTO KOHTPOJIO O€3MeKH Ta MOXKIMBOCTI ayIUTy KOXKHA OTIeparfis
¢ikcyerbest y Burisiai cyrHocti LogRecord. Bona Bkitouae sik BiacHe pe3ynbTaT kKiacudikarii ta
pilieHHs, Tak 1 J0AaTKOBI MeTpHkH. 3i0paHi XypHaau (OpMYyIOTh OCHOBY [UIs MOOYIOBH
TrainingDataset, sikuit BUKopuctoByeThcsi y MLOps-KOHBeEPI Uil CTBOPEHHS HOBHX BEpCiii MoJeni
(RetrainedMLModel). Ilix wac ekcruryaramii BCi TeXHi4HI ¥ OOYHCIIOBANBHI MapamMeTpH Tepeaa-
I0TbCS Y CyTHICTh MetricsRecord, mo MicTuTh TenemMeTpudHy iH(pOpMaIio mpo podOTy CUCTEMH.

JloriuHi 3B’SI3KM M)XK CYTHOCTSIMH TIO/IaHO HA PUC. 2.
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HttpRequest
NormalizedRequest

I S

FeatureVector
TF/IDF + 03Haku

l

MLModel (KNN)
(knacudikauia +
risk_score)

J \
[ LearningDataset

ICTOPUYHI 03HaKK

ClassificationResult
(label,risk_score)

RetrainedModel
Decision OHOBNIEHA MOAENb
ALLOW / SANDBOX /

BLOCK

)\

Backend Block/Sandbox
BackendResponse SooReced

MetricsRecord
latency, FPR, Towo

l

MLOps Pipeline
Retrain — Validate —
Deploy

Puc. 2. TndopmariiiHo-noriuna cxema Texuomnorii ML-WAF

2. UML-npenacrasJjienns indgopmaniiinoi texnosorii ML-WAF

UML-Mmozeni 3a0e3neuytoTh (popManbHe NpeCcTaBiIeHHs CTPYKTYPH, TOBEIIHKH Ta B3a€MOJIIT
KOMIIOHEHTIB iH(popMariitHoi Texnonorii ML-WAF. Ha BiaMiHy BiJi KOHIIENITyalbHUX 1 CTPYKTYp-
Hux cxeMm, UML-niarpamMu mojarooTh CHUCTEMY Y CTaHIApTH30BaHIM, He3aJexHid BiJ peamizaiii
dopMi, 110 JO3BOJISIE aHATI3YBaTH ii apXiTEKTypy, GYHKIIOHATBHICTh 1 KOMYHIKAIIIO MIX MiJACH-
CTeMaMH.

st orucy Texnosorii ML-WAF Bukopuctano gotupu kimodoBi UML-niarpamu: Use Case,
Activity, Class Ta Sequence, K0o’Ha 3 SIKHX BiZloOpakae pi3HHIl acleKT CUCTEMH. IX TekcToBi hopMu
noAaHi Ha puc. 4-6.

Use Case-mooens (puc. 3) onucye B3aeMOAiI0 OCHOBHUX KOPHCTYBadiB Ta 30BHIIIHIX aKTOPiB
i3 cucremoro ML-WAF. Bona Bu3Hauae, siki came (yHKII Ha/Jlae TEXHOJIOTIS Ta SKi POJIi BIUIMBA-
I0Th Ha IIPOLIEC BUSBIICHHS aTaK, yIPaBIIHHSA MOJEIUIIO Ta €KCIUTyaTalliHUi KOHTPOJIb.
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T
Thresholds
Configured

~Allow—| Allow —
Model Retrained

Block. Block —

SBOX—| SBOX L/

B, ACTORS

WebClient

Classify Request

Configure
Thresholds

DevOps
Engineer

Security
Engineer

ML-WAF System

i

n

Degcision

Degcisicn
Returned

Retrain Model

Puc. 3. UML Use Case mis ML-WAF

VY Texnomnorii ML-WAF nepea6aueHo Tpu KIIFOYOB1 aKTOPH:

1) WebClient, sikuii renepye HTTP-3anutu i omocepekoBaHO B3a€MOIIE 3 MPOLIECOM KJIacH-
Gbikarii;

2) SecurityEngineer, 1o Biamosigae 3a HamamryBands moporiB Tmid Ta Thigh, anamni3 xypHa-
JIiB, 3MiHH TOJITHK O€3MEKH; a) CTPYKTypHA CXeMa TeXHOJIOT11

3) DevOpsEngineer, skuii koHTpomoe MLOps-miporiecu, posropranus moaeneir i CI/CD
KOHBEEPH.

Koxnuii aktop BUKOHYE CBiil HaOip GyHKIIIH, 1110 3a0e3medye po3MeKyBaHHS BiIOBIAIbHO-
cTel M O€3IMEeKO0 Ta eKCIUTyaTalli€r0 CUCTEMH.

Activity-oiacpama (puc. 4, a) BimoOpakae MOCIIZOBHICTH Aiii mpu 06podmi HTTP-3amury.
Bona ¢opmanizye snoriky BukoHaHHs omepanii y ML-WAF, onucyroun IUHaMiKy CHUCTEMHU 3
MOMEHTY HaJIXOJKEHHSI 3aruTy 10 (GOpMyBaHHS PIllIEHHS Ta WOro JOKyMeHTyBaHHs. Lls miarpama
(hikcye JOTIKy Mepexo/IiB MK CTaHAMH TIij] yac 00poOKH 0THOTO 3anmuTy. BoHa mokasye:

- pynnameHnTanpHUI B3a€M0O3B’ 130K Mixk risk score Ta pimennsm Policy Engine;

- posib ML-knacudikariii sk 1eHTpaabHOTO eTaIly;

- apajeNbHICTh MPOIIECIB JIOTYBaHHS Ta MOHITOPUHTY;

- Tp¥ MOXKJIMBI Tpaektopii BukoHaHHs (Allow, Sandbox, Block);

- 3aBepICHHSI UKJTY TICIIsl JOKYMEHTYBaHHS PE3YJIbTaTYy.

Class-oiaepama (puc. 6) omucye CTaTHYHY CTPYKTYPY CHCTEMH, ii MpOrpaMHi CyTHOCTI Ta
aTpuOyTH, a TAaKOXK METOJIM Ta 3B’SA3KM MiX Kiacamu. Ha BinMiHy Bix iH(opMaIiiHO-10Ti9HOT MO-
neni, UML Class Diagram nojiae 1ani B KOHTEKCTI MpOrpamMHoOi peasizaiii.

Class-monens omucye moriky moaynsaocti ML-WAF:

- HttpRequest MicTUTb cupi AaHi, 110 TiISTaI0Th 00POOITI;

- FeatureVector hopmye cTpykTypoBaHe MaTeMaTHUHE MPEICTABICHHS 3aIUTY;

- KnnClassifier peanizye o04rCIeHHsI CXOKOCTI Ta BU3HAUEHHS risk _score;

- DecisionEngine BinmoBiaae 3a iHTepnpeTalito pe3ynsrarie ML-kiacy;

- Decision € (piHaIBHOIO CYTHICTIO, IO 30epirae AeTai pillleHHs.

VY cykymnHOCTI Kiaacu (GopMyroTh siapo mporpamuoi joriku ML-WAF (puc. 4, 6).
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Start

!

Receive HTTP decision @
Request
id string pk
l action string
riskScore float
Normalize & Parse
reason string
l decisionEngineld string '—l
J
Generate . ;
FeatureVector decisionengine {€>}
T'id string pk
l Tmid
Thigh
Call ML-WAF Service
policyMode
l knnClassifierld tr ';‘

Compute risk_score

and label knnclassifier @
l 1‘id string pk
k int
risk_score < metric string
— ) .
Tmid ? modelVersion string
No featureVectorld string °;|
Yes l
featurevector W
g .
risk_score <
r Thigh ? -] HiidiVector string
structFeatures string
Yes No
contextFeatures string
1 httpRequestid string "I
Allow Send to Sandbox Block Request
httprequest ﬂ
l 1 id
method stri
Log & Store Metrics
url stri
l headers tr
body string
End ip tri
a — Activity-miarpama 06po0OKu 3amuTy 6 — Class-giarpama ML-WAF

Puc. 4. [liarpamu kommnoHeHTiB TexHoorii ML-WAF

UML Sequence niarpama texuomnorii ML-WAF naBenena Ha puc. 5.
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Puc. 5. UML Class niarpama ML-WAF

Sequence-MoaeIb MoJa€e YacoBY MOCIOBHICTh BUKJIMKIB MiK KOMIIOHeHTaMu. Ha BiamiHy Bif
Activity-nmiarpamMu, BoHa IGMOHCTPYE caMe B3a€MOJIII0 MK 00’ €KTaMHu.

3. ApxitektypHa cxema interpanii ML-WAF y cepenoBuime Kubernetes

Posropranns 3anpornoHoBanoi ML-mozieni BusiBiIeHHs 1 OJIOKyBaHHSI HEOE3IEUHHUX 3aIUTIB Y
XMapHOMY CEpPEJIOBHUIII BUMAarae MmoOy/I0BH YiTKOI apXiTEKTypHOI CXEMH B3a€MOJIii KOMIIOHEHTIB.
3rigao 3 migxomom Rathore ta Park, edextuBna interpamis B Kubernetes mae BpaxoByBaTH He
JIUIIIE JIOTiKY 00poOKH Tpadiky, a i €IeMEHTH CITOCTEPEKYBAHOCTI, MacIITaA0yBaHHS Ta OHOBJICHHS
Mojienti 6e3 3yNUHKH CepBICy.

Apximexmypa ML-WAF cknagaeThcst 3 HACTYITHUX 0a30BUX KOMIIOHEHTIB:

- Ingress Controller — npuiimae Bxigni HTTP(S)-3anuTu Ta 3milicHIOE iX IEPBUHHY MapIIpyTH-
3aII0;

- ML-WAF Service — mikpocepgic, 1o peanizye moaens kiaacudikamii (KNN+TF/IDF 3 o3Ha-
KOBHUM 30araueHHsIM) Ta MMOBEPTAE OLIHKY PU3HKY T;;

- Backend Application — npuknanna norika kopuctyBada (cuctema SCADA, indopmartiitnuit
MOPTAJI TOIIO);

- Monitor ta Logger — MoIylb MOHITOPMHTY Ta KypHairoBaHHA (Ha 0a3i Prometheus Tta
Elasticsearch);

- ConfigMap Ta Secrets — cxoBuie koH®irypanii noporis th, tm ta API-xmoudiB.

[ToTik 3aMUTIB OMUCYETHCS SIK KOMITO3HIIIST (DYHKIIIiA:

Rresp =BWM (fing (Rin))), (4)

ne Ry, — BXiHUH 3amuT, fing — Ingress-ginstp (Nginx/Envoy), M () — sukmuk ML-WAF monyus,
B() — 6exeHI-00pOOHUK.

SIxkmo M () moBeprae r; = th, 3anuT He nepenaerses nam. s macmradyBanast ML-WAF y
KJIAaCTepi BUKOPHCTOBYETHCS aBTOMATH4YHE 30alaHCyBaHHsS HaBaHTaKEHHs Ha OcHOBiI Horizontal
Pod Autoscaler (HPA). ®opmanbHO MOTYXKHICTh KJIACTEPY BU3HAYAETHCS K

Q
Ceff = 7<l=1 L_:' (5)
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ne Q — cepenHs KibKicTh 00poOieHux 3anmuTiB Ha Pod, a L — arpumka (JIaTeHTHICTH). 3TiTHO 3
nociipkeHHsM [11] nuaamivae macmtabyBanus HPA mo3Bosisie miABUIMTH MPOMYCKHY 3/1aTHICTh
WAF na 3540 % 6e3 301blIeHHST 3aTPUMKU. APXITEKTypHa cxeMa poOOTH pillleHHs 300pa)keHa
Ha puc. 6.

KUBERNETES NAMESPACE

forward if risk low_ > [:]

Backend
Service

g2 INGRESS
‘& CONTROLLER

O ML WAF SERVICE — risk metrics i _
I

e

call for risk
< >— assessment ————> I Prometheus
Lua Filter CD
return risk result, |

ML Risk
Module

~

|
— fulllogs_ — _—

Elasticsearch

Puc. 6. Jloriyna apxiTeKTypa CHCTeMH MalMHHOTO BeO-¢inbTpa (ML-WAF)

Sxmo CPU mnepeBumiye moporose 3naueHHs, HPA ctBoproe momatkoBi Pod, mo rapaHtye
CTIMKICTh O MIKOBUX HaBaHTakeHb. [lochimkenHs [12] neMoHCTpye, IO Take KOMOIHYBaHHS
ML-WAF 3 HPA Ta Prometheus Exporter 3abe3neuye aBTOMaTHYHY aJanTaIlil0 CUCTEMH 10 3MiH-
HOTro TpadiKy Ta 3MEHIIIy€ YaCTKy BTpaT 3anuTiB 10 2 %.

4. llpakTyHa oniHka inTterpoBanoi cucremu ML-WAF

Jns minTBep/pKeHHS e(PEeKTHBHOCTI 3amporoHoBaHoi apxiTtekrypu ML-WAF nposeneHo
€KCIIEPUMEHTAJIbHY OLIHKY POOOTH CHCTEMHU B YMOBaX, HaONIKEHUX JI0 PEaIbHOTO CEPEeOBHIIA.
Metoro BunpoOyBaHb OyJ0 BH3HAYUTH TOYHICTH Kiacu@ikalii 3amuTiB, BIUIMB IHTErparii
ML-Moaynss Ha MPOAYKTUBHICTH CEPBEPHOIO KOHBEEPA, a TAKOX MOPIBHATU pE3yibTaTH 3 Tpa-
mutiianmMu W AF-pimeHssaMu.

Onuc excnepumenmanvHo2o cepedoguuja. BunpoOyBaHHS BHUKOHYBAIHCS Yy KOHTEHHEpHU30-
BaHiii iHGpacTpykTypi Kubernetes 3 n1Boma Byznamu, posropuytumu y Windows WSL2. Kondiry-
parisi cepeoBHILA:

- Ingress Controller: Nginx 1.25 i3 Lua API;

- ML-komnonenta: KNN+TF/IDF 3 o3nakoBuM 30aradeHHsM, peanizoBana Ha Flask 3.0;
- mijicucteMa MoHiTOpuHTY: Prometheus + Grafana;

- HaOip ganmx: SQLi Ta XSS-3anuTu 3 Binkputux mrepen (OWASP WebGoat, DVWA);
- cueHapiii rectyBanss: 30 000 HTTP-3anuris, 3 sxux 30 % — mikiusi.

TecTyBaHHS MPOBOAMIIOCS 32 AoroMorow yTuiitu Apache JMeter i3 200 napaneabHUMH TOTO-
KaMu. 3aMipIOBaJIMCA: CepellHs 3aTpuUMKa (ms), MPOMYyCKHA 3aTHICTb (req/s), TOUHICTH (precision),
noBHOTA (recall) Ta iHTerpaIbHAI MOKa3HUK F; .
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[opiBasauHs edextuBHOCTI ML-WAF 3 TpamumitHuMu pilieHHIMHU

Tabmnums 2

Cucrema Precision Recall Fi-score Latency prmycma
(Mc) 31aTHiCTh (req/s)
ModSecurity (OWASP CRS) 0.84 0.79 0.81 3.2 720
Snort + Reverse Proxy 0.88 0.82 0.85 4.1 680
ML-WAF (3ammponoHOBaHa MOJIEIb) 0.93 0.91 0.92 3.7 705
ML-WAF (3 aganTaiii€to moporis) 0.95 0.93 0.94 3.9 698

Pesynbratu cBiguath, mo iHTerpoBaHa ML-moznens 3a6e3neuye Ha 10-15 % Bumy TouHicTh
BUSIBJICHHS IMOPIBHSHO 3 CUTHATYPHUMH CHUCTEMaMH, 30epiratoun NpuiHATHY MPOAYKTUBHICTb. [1ix
yac TECTIB 13 BUCOKMM HaBaHTakeHHSAM (10 800 3amuTiB/c) crocTepirajgocsi He3HaYHE 3POCTaHHS
3aTPUMKH, NPOTE cepelHill moka3HUK latency He mepeBHIyBaB 4 MC, 1110 € NPUHHATHUM Ui OiIb-
I0CT1 BEO-/T0IATKIB PEATbHOTO Yacy. Y X0/l JOJaTKOBUX €KCIIEPUMEHTIB OI[IHEHO KUTBKICTh XHO-
HOTIO3UTHBHHUX clipanboByBaHb — ui1 ML-WAF nieit nokasznuk cknas 2,3 %, toni sik y ModSecurity
- 6,8 %.

Sk nmoka3yroTh qociimpkenns [13], 3nauenns FP Hmkue 3 % BBakaeThCs BIAMIHHHM IS TIPO-
MUCJIOBUX CUCTEM KiOep3axucTy. BakauBUM pe3ysbTaTOM TaKOX CTaJIO MiATBEPIKEHHS MaclITa-
6oBaHocTi cuctemu. [Ipu 36inbmenH1 kinbkocTi Pod no mectu (uepes HPA) nponyckHa 31aTHICTh
3pocna Ha 27 %, 6e3 3HMKeHHs ToyHOcTi Kiacudikauii. [logibH1 pe3ynapTaT IpOAEeMOHCTPOBaHI
[14], sixi Big3HAYAIOTH, 110 KOHTeHepu3aiis ML-komnonentiB y WAF migBuiiye cTifikicTh cucTe-
Mmu 10 DDoS-HaBaHTaxeHb 1 CIIPOILy€e TOPU3OHTAIbHE MacIITa0yBaHHS.

BucHoBku

[IpeacraBiaeHo pe3yiabTaTd KOMIUIEKCHOTO JOCIIKEHHS Ta po3poOJieHHs aianTuBHOI 1HDOP-
Mariitnoi Texnonorii ML-WAF, opienToBaHoi Ha kiacudikaiiiro Ta 6J0KyBaHHS 1H'€KLIHHUX aTaK y
KOHTEMHEPHU30BAaHOMY BeO-CepeIOBHIIII. 3apONOHOBaHA TEXHOJOTIS OXOIUTIOE BCl KIIFOYOBI €Tamu
XKHUTTEBOTO LUKy Oe3neunoi 0opooku HTTP(S)-tpadiky — Bix nepexoruieHHs 3amuTy 10 NPUHHSAT-
TS pILIEHHS, JIOTYBaHHS, MOHITOPUHIY Ta Oe3nepepBHOro oHoBieHHS ML-moneni. IloGynoBano
KOHIIETITYyaJIbHY, CTPYKTYpHY, (yHKIiOHanbHY Ta iH(opMamiiiHo-noriuny wmoaeni ML-WAF,
a takoxx UML-nipencraBienHss, mo ¢popMati3yioTh apXiTeKTypy, MOBEIIHKY Ta B3aEMOII0 KOMIIO-
HeHTiB y Kubernetes-opieHToOBaHOMY CepeI0BHILI.

HaykoBa HOBM3HA OTpUMaHHUX pPE3yJbTATIB MOJSATAaE B TakoMy. Brepie moOymoBaHo iHTErpo-
BaHy iH(popMmariiiny TexHoznorito ML-WAF nns xnacugikanii Ta OJ0KyBaHHS 1H'€KUIHHUX aTak y
KOHTEMHEPU30BAaHOMY BeO-CepeIoBHII, 10 BKitouae nopHUi kouBeep HTTP(S)-06podku, Mmomyis
MAaIIMHHOTO HAaBYaHHS, OaraTopiBHEBY aJIallTUBHY MOJITUKY pearyBaHHs;, CUCTEMY KypPHATIOBaHHA,
MOHITOpHHT TenemeTpii Ta MLOps-tiporiecu 6e3nepepBHoro nepeHaB4danus mozer. ChopmoBaHo
KOMIUIEKCHY 1H(OpMAIIfHO-JIOTIYHy MOJeb, $Ka OIKCY€ B3a€MO3B'SI3KM MK CYTHOCTAMHU
HttpRequest, FeatureVector, ClassificationResult, Decision, LogRecord, MetricsRecord,
TrainingDataset Ta RetrainedMLModel i BimoOpakae MOBHUI IMKJI €BOJIOIIi MOJAETi B yMOBax
KOHTEITHepH30BaHO1 1HPpacTPyKTypH. 3arporioHoBaHO MeToA iHTerpanii ML-komnonentu y WAF
y TiOpUIHOMY peXUMi pearyBaHHs (moeaHaHHA inline- Ta out-of-band-migxonis), mo 3abe3mneuye
OJIHOYACHO HM3BbKY JIATEHTHICTh 1 MIJIBULIEHY CTIMKICTH 10 aTak. Po3po0ieHo aganTuBHY MOJENH
NpUKAHATTS pilleHb Ha ocHOBI risk score 3 TpupiBHeBoio peakiiero (ALLOW, SANDBOX,
BLOCK) Ta MOXIHMBICTIO HaJAIITyBaHHS TMOPOTIB 3 ypaXxyBaHHSIM HaBaHTAXEHHS 1 KOHTEKCTY
Tpadiky.

ExcnepumeHTanbHa OILIHKAa MiATBEpIMIa BUCOKY €(EKTHBHICTH PO3POOJIEHOT TEXHOIOTil
ML-WAF. Ha peanictuunomy Habopi JaHUX OYyJO JOCATHYTO TaKi MOKAa3HUKHU SIKOCTi: TOYHICTb
(Precision) — 0,95, moHota (Recall) — 0,93, interpansuuii Fi-score — 0,94. Cepenust 3aTpumKa
00pOoOKH OAHOTO 3aMHTy CKiana 3,9 Mc, a MPOIMyCKHA 3/1aTHICTh CUCTeMH — Onu3bko 700 3amuTiB/c.
BaxmBUM pe3ynbTaTOM € CYTTE€BE 3HM)KCHHS YaCTKH XHMOHOMO3UTUBHUX CIPAllbOBYBaHb /10 2,3 %,
o Maibke yTpuui MeHme nopiBHsHo 3 ModSecurity (6,8 %). Ilicis aganTuBHOrO nepeHaBYaHHS
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MOJIETIi CITOCTEPITranocs MiABUINEHHS CTIHKOCTI 0O HOBUX BapiaHTIB aTak i cTabimi3allis MOKa3HUKIB
SIKOCT1 TPU 3pOCTaHHI HABAHTAKEHHSI, 10 MIATBEPKYE €PEeKTUBHICTH 3amponoHoBaHoro MLOps-
MiAXOy Ta MAaCIITa0OBAHICTh CUCTEMHU Y KOHTEHHEPU30BaHUX CEpPeIOBHUILAX.

OtpumaHi pe3yJbTaTH 3aCBIAYYIOTh, IO po3pobieHa iHdopmariiiina TexHomoris ML-WAF
3/laTHA CYTTEBO IJIBUIUTH PIBEHb 3aXHUCTy BEO-CHCTEM BiJ 1H'€KIIHHUX arak, 3abe3meuyroun
BHUCOKY TOYHICTbh KJlacu(ikallii 3amuTiB, HU3bKY ONEpPAaTUBHY 3aTPUMKY Ta 3/IaTHICTh O caMoajar-
Talii B IMHAMIYHUX XMapHUX iH(]pacTpykrypax Ha 6a3i Kubernetes. Lle cTBOproe ocHOBY st
MOAAJIBIIIOTO PO3BUTKY CHUCTEM IMPOAKTHUBHOI KiOepOe3rmeku, 30KpeMa MUISXOM iHTerpalii riauouH-
nux mozener (LSTM, BERT) i nobynoBu nmoBHouiHHUX Al-KepoBaHUX HUIIO31B O€3MeKH HACTYI-
HOTO MOKOJTIHHS.
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