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CTBOPEHHS CUCTEM 3AXUCTY IH®OPMAILIIl HA BA31 OPEN PORTABLE
TRUSTED EXECUTION ENVIRONMENT (OP-TEE), KVM/QEMU
TA INTEL TRUST DOMAIN EXTENSIONS

Beryn

3a octranni 10—15 pokiB TexHONOTIi 3aXUCTy iHPOpMaLii B MOOUTBHUX TMPUCTPOSIX Ta MIKPOKO-
HTpOJIepax AyKe MPOCYHYJIUCHh 3aBISKH PO3BUTKY Oe3apoToBoro IHrepHeTy Ta cuctem IntepHety
peueit (IoT). ToO6To, HeBeNMMKI MaJIOMOTYXKHI MPUCTPOI CTAIM YaCTHMHOIO BEIUKOI Mepexi — [HTep-
HeT. AJle X HU3bKi 00YHCIIIOBAIBHI MMOTY>KHOCTI MPUBEIIH 10 HECTIPOMOXKHOCTI €()eKTHBHOTO 3aXH-
CTY HECaAHKI[IOHOBAHOTO JOoCTymy A0 iH(opwmamii. TakuM YUHOM Iie MPHU3BEIO O 3HAYHOTO TIO-
IITOBXY B PO3POOIIl arapaTHO-MPOTPAMHUX TEXHOJIOTIH 3aXUCTy 1H(GOpMAIIii 11 TAKUX MPUCTPOIB.

[TepeBaxkHa OUIBIIICTH TAKUX TPUCTPOIB Oa3yeThest Ha nporecopax Advanced RISC Machines
(ARM) oxgnoimennoi kommnanii. Tomy ARM npuiinuiocs 3aiHIATHCH PO3POOKOIO MiCHCTEM 3aXUCTY
iHpopMamii s CBOiX apXiTekTyp Ta po3podutu texnoisorito ARM TustZone [1, 2]. Texnomoris
Oyna npezactasiena me y 2002 p., ajie 10 O1IbLII-MEHbII MOMIUPEHOTO BUKOPUCTAHHS TINILIO TUIb-
ku miciist 2009 p. OcuorHa inesst ARM TustZone 3akimrodaeTsest B pO3MOIiUTT 0OYNCIICHD HA 3BUYAlHI
Ta CeK IOpHI Ta 130JAL1i JOCTYyNy 31 3BUYAHOTO CepeloBUINa (OnepaliifHOl CUCTEMH Ta 3BUYATHUX
JO0JATKIB) MO CEK’IOPHUX MaHWX Ta oOuucieHb. Lle poOuThCS 3aBASKH amapaTHO-TIPOTPAMHUAM
MexaHi3MaM. Ha piBHI anapaTHUX MeXaHU3MIB repudepis NOAUIIETbCS HA eIEMEHTH I pOOOTH 3
3aXHIIEHOI0 Ta 3BUYAMHOIO 1H(POPMALI€I0 — HAMPHUKIAJ, PO3MOALT ONEePaTUBHOI maM’sTi Ta (e
nam’saTi. B ARM TrustZone Tako BBOAUTHCS 3aXUIIEHUN pexkuMm pobotu ARM sapa. YV HbOMY
BHKOHYETBCS POOOTa 3 CEKPETHOIO iH(OpMAIIi€r0, IKa HE MMOBUHHA OyTH JOCTYITHOIO JIJISi OCHOBHOI
ornepamiiHol cucTeMH Ta ii JOJaTKiB.

3 OOKy MporpaMHHMX MeEXaHi3MiB iCHye 0araTo pi3HUX MiAXOMIB 130JsMii TOCTyIy Ha piBHI
OKpEeMHUX JOJAaTKIB Ta Ha PIBHI 130JbOBAHMUX OIEpaliiiHuX cucrteM. B cydacHux omepariiitHux
CUCTEeMax JJisl 3aXUCTy 1H(popMallli ICHY€e MiAX1Jl 3 BUKOPUCTAHHSAM JBOX OINEpaLliiHUX CUCTEM, 1€
cUCTeMa MOAUIAETHCS Ha JIBA CBITU: 3BUYaiHMIA (non secure world) — ae mpailtoe 3Bu4aiiHe nporpa-
MHe 3a0e3Ie4eHHs, Ta 3aXUIeHni cBiT (secure world), B skoMy BezneTbcsi podoTa 3 KOH(1ISHIIIH-
HOMO 1H(opMarliero. 3BUUaliHUIA CBIT HE Ma€ JOCTYITY /10 3aXHUIIEHOTO CBITY, TOJI SIK OCTaHHIA MOKe
3’€JHYBaTUCh NpHU OakaHHI 3 pI3HUMHU NpucTposMu. el miaxig cTocyeTbes He TUIBKH MpoLiecopa,
ajie 1 mam'siTi, TpaH3aKlii Ha IIMHAX, NepepuBaHb, nepudepiiiHix NMPUCTPOiB B paMKax CHUCTEMH,
B TOMY YHCJIi, POTPaMHOTO 3a0€31eYCHHSI.

Sk mpuKJaa MporpaMHoi MIATPUMKH TaKOTro MiAX0y MOKHA HAaBECTH OIEH coypc ¢peiimMpopk
OP-TEE (Open Portable Trusted Execution Environment) [3]. Lle Binkpurtuii ¢ppeiimBopk TEE mis
wiarpopm ARM, 110 peainizye 3axuilieHe cepeaoBullle BUKOHaHHS Ha 0a3i TrustZone ta cymicHUI
31 cnenugikanissmu GlobalPlatform. Tumosa apxitexktypa mporpamHoro 3a0esneuenHss OP-TEE
noka3aHa Ha puc. 1.

VY 3BUYaiiHOMY CBIiTi IpaIfO€ OCHOBHA OmepalliiiHa cucteMa, Hampukian Linux ado Android Ta
3BMYaiiHi nonatku. Komu moTpiOHO 3amycTUTH SKYCh 3ajady, ska Mpamroe 3 KOH(iIAEeHIIHHUMU
JTaHUMHM, HallpUKiIal, ayTeHTu(ikaiis, mudpyBaHHs JTaHUX, OaHKIBCHKI oreparlii Ta iHIIe, TO e
3alUT BiJ 3BUYAHOrO 7O CeK’IopHOro cBiTy. Jlis nporo BukopucroByeTbes APl skuit HamaeTbes
cek’topHUM cBiToM. 3BepHeHHs 10 APl Bukonyethes depe3 Kernel module (a6o apaiisep) Ta Moni-
tor. Monitor po3raioBaHuii B CeK’IOPHOMY CBiTi Ta BUCTYIAE apOiTpoM, sIKHit 00poOIIsie 3aIUTH BiJ
3BUYAITHOTO CBITY Ta MoOBepTae BiAmoBimi. B cex’topHomy cBiTi Ha piBHI USEr space mpaiforTh
JOJIATKH, SIKI 3aIyCKalThes y BiAnoBias Ha APl 3anutu.
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Puc. 1. Tumoa apxitextypa moxiry cBitiB OP-TEE

Cnouatky OP-TEE 6yna ctBopena 6e3nocepenupo s niarpumku ARM TrustZone mms mpo-
necopiB ARM Cortex A, ne BukopuctoByroThes Unix-moiOHi onepariitai cuctemu. Ane OP-TEE
MOIIMPIOETHCS AYKEe aKTUBHO OCTaHHI JIEKUIbKA POKIB JIJIsl poOOTH BOY/IOBAaHUX Ta MOOUIBHUX IPH-
CTpOIB 1 HaOpana nomyysipHoCTi. Takuii cTaH cripaB BUKIUKae iHTepec 10 Bukopucranus OP-TEE 3
00Ky BUPOOHHKIB CEpPBEPHHUX PIllIEHb, I CUCTEMU B OCHOBHOMY 0a3ylOThCs Ha mpoliecopax Intel-
x86. [TixTprmka Takoro migxoay 3 6oky Intel-x86 miardopm € mpobremarnyaoro, Tomy 1o Intel e
Mmae nofioanx ARM TrustZone pimens. Ane Intel-x86 mae po3BuHEHY anapaTHy HiATPUMKY BIipTy-
aimizanii, 1e s oprasizamii secure world Moxe BUKOPHCTOBYBATHCS OKpeMa BipTyajibHa MalllnHA.

Amnaparna Bipryanizaris Intel-x86 (a6o VT-d/VT-x) [4, 5] — me TexHooOris, MO A03BOJISE
3aITyCK BIpTyaJIbHUX MAIIWH B 130JJbOBAHOMY PEXHMI, JIe¢ TaM’ siTh, TUCKOBHU MPOCTip, nepudepis
MOXKYTh OYTH pO3MOJLIEHI Ta 130JIbOBaHI MIXK BIpTyaJlbHHUMH MalllMHAMH, TOOTO OJHA BipTyalbHa
MalHa He Oy/ie MaTh JOCTYIy J0 PeCypcCiB iHIIOI BIpTyaIbHOI MaIIMHH.

Intel mocTiiiHO yIOCKOHAIOE ammapaTHi MEXaHi3MH U MiATPUMKH CEK’IOPHUX pillleHb Ta
peamizaniii KoHIenii moaity cBiTiB. OjHi€0 i3 ocTaHHIX po3pobok Bix Intel € Texuomoris Trust
Domain Extensions (Intel TDX), sika jomae HOBi amapaTHi €lIE€MEHTH IS 130JSMil JOCTYIY J0
pecypciB BIpTyalbHUX MaIIHH.

MerToro aHOTO JOCIHIKEHHS € CTBOPEHHSI CUCTEMH 3aXUCTY iH(opMaIlii Ha OCHOBI 1HTerparii
OP-TEE ¢peiimBopka 3 Intel-X86 minardpopmamu 3 BukopructanHsam texnosorii Intel TDX ta VT-
d/VT-x.

[Mpeamerom mocmimpkeHHs: € nporpamui 3acobu inrerpamii OP-TEE ¢peiimBopka 3 Intel-x86
VT-d/VT-x 3 Bukopucranusm Intel TDX.

Cytb inTerpanii OP-TEE cknanaetbcst B 3aMillieHH1 TexHojorii TrustZone BipTyaJbHUMU
MalliHAMHU Ta TeXHoJorissMu nportecopis Intel-x86 VT-d/VT-x, e amapaTHi pecypcu po3moOmiis-
IOTHCSl MK BIPTYaJbHUMU OTEPAIIHHUMH CUCTEMaMHU, 1 3a0€3MeUyIOTh 130JISII1I0 pecypciB Ta iH(O-
pmariii Mix omeparitnumu cucremamu [6, 7]. B cBoto uepry Intel TDX monana HOBi eneMeHTH AJis
HiATPUMKH 130JIA111T MK BipTyanbHUME MarnHamu. [lepiuit enemeHT HasuBaetbes Total Memory
Encryption (Intel TME), Bin 3a0e3mnedye MOXIHBICTh MIH(PYBaHHS MaM’sTi KOXKHOI BipTyalbHOT
MammHA. [[pyruil eJeMeHT — I1eé HOBHM PEeXHUM Tpalli Ipolecopa, SKWA Ha3WBAEThes Secure-
Avrbitration Mode (SEAM) i B kxoHIIeTIIIiT TOBTOPIOE pekuM poOOTH NON-SEcure/secure mpoieccopa
ARM.

Texunouorisa Intel TDX

Intel Trust Domain Extensions [8] Oysa 3ampornoHoBana y TpaBai 2021 p. amns peanizariii 10Bi-
PEHOTO CepellOBHIIA, B SIKOMY BIpTyaJlbHI MaIllMHU (Tak 3BaH1 «A0Bipui JoMeHn» abo TD) amaparHo
130J1b0BaHI B1Jl MOHITOpPA BipTyaiabHOi MamnHu Xxocta (VMM), rinepsi3opa Ta IHIIOTO IPOTrPAMHOTO
3abe3neueHHs Ha XocTi. g amapaTHa 30w NMpu3HaueHa AJIs 3aro0iraHHs 3arpo3 Cy0'eKTiB
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3 aIMIHICTPATUBHUM JOCTYNOM a00 (pi3MUHUM JOCTYIOM JI0 BIPTYyaJIbHOI MAalllMHU XOCTa Bif IIKO-
JIY acrieKTaM KOH(I1IEHIIIHHOCTI Ta IIUTICHOCT1 BIpTYyaabHOT MaIlIMHH.

Intel TDX BxirOUae amapatHe cepezosuiie aqoipeHoro BukoHanus (TEE), sike monerinye pos-
ropranus goBipuux gomenis (TD), siki € amapatHo i30J60BaHUMHE BipTyanbHEMHU MamuHamu (VM),
MPU3HAYCHUMH U 3aXUCTY KOH(IACHIIHHNX JaHUX 1 TOJATKIB BiJl HECAHKI[IOHOBAHOTO JOCTYITY.
Ha puc. 2 nokaszana apxirekrypa Intel TDX, e mokaszano, 1o Bce CeK’IOpHE MporpamHe 3abe30e-
4yeHHs1 po3TamoBaHo B TD. 3 xapaBepHOro 60Ky OCHOBHI KOMIIOHEHTH HIiATPUMKH aJlaliTOBaHi Jyist
miarpumku TD. Tak, manpukinam, npepuBands B Advanced Programmable Interrupt Controller
(APIC) posnopinenni Ha trusted/untrusted Ta momaHuit KOHTpoOJIb AOCTYny B State Save Area ms
OJIOKYBaHHS JIOCTYITy JIO CTaHiB, sIKi Hayjexarb 10 1D Ta aHamoriyHoro KoHtpoio page tables ta
VM control structures.

Shared Memory Trusted Domain (TD) VM
Private Memory
Code Data
Untrusted Software
Page Table
| Virtual APIC Page Secure Extended Page Table !
; State Save Area VM Control Structures i

Puc. 2. Apxitekrypa Intel TDX

Intel TDX BrirOUYa€E TaKOX MPOTPAMHUI MOJIYJIb, SIKHIA MpaIfoe B HoBoMy pexumi CPU, Ha3u-
BaeThes Secure Arbitration Mode (SEAM) Ta 3a KoHIIEMITI€I0 AyKe HAraaye peskuM podoTH Secure-
mode ARM TurstZone. TIporpamMHuii MOaYJb 3alyCKaeThCS Ha KOXKEH MEHEKEpP BipTyalbHHX
mammH abo virtual machine manager (VMM) i nintpumye TD entry Ha KokHY BipTyalbHY Malllu-
Hy. Molynb po3MillyeTbcs B 3ape3epBOBAHOMY MPOCTOpl Mam'siTi, BU3HAUYEHOMY PpETICTPOM
nianazony SEAM (SEAMRR).

Ha puc. 3 mokazano oomin 3anuramu Mixk VMM Ta TD mMonynem.

Honana HoBa SEAMCALL inctpykuis B VMM s nepesony CPU B pexxum onepanii SEAM-
VMX-root Ta 3amycky TDX monyns. TDX moayns 3abe3neuenHs intepdeiic niuss VMM st cTBo-
peHHs, BuaaneHHs Ta BukoHanHs TD. Monyne Intel TDX BucTymnae B SKOCTI HaAlHHOrO mocepen-
HUKa, IKUI oTIoMarae BIPOBAKYBATH MOJIITUKY O€3MeKH, i Ta HeoOX1AHIM JOCTYN 10 NaHUX JIs
TD. Sk wactuna ctBopeHHss TD, VMM Haznae cropinku nam'sti ans TD-kony, 1aHUX Ta CTPYKTYp
METaJaHuX, MoB's13aHuX 3 TD, TakuX K CTPYKTypa KEpyBaHHS BipTYaIbHOIO MAITMHOIO

Monayns Intel TDX npusnauenuit qyis BukoHanHs Bxonxy VM B SEAM-VMX, HekopeHeBoi
omnepaiiii 3 BukopuctanusM iHCTpYKIiH VMRESUME i VMLAUNCH-VMX nans Bukonanus TD.

Intel TDX BukopucroBye mmppyBanHs mam’sti 3a normomororo Intel Total Memory Encryption
(TME) [10], sixuit mmdpye Bcro mam'sTh miaaTGOpMU OJHUM KIIHOYEM 1 HaJa€ MOXJIUBICTh 3a/1aTH
BUKOPUCTaHHS KOHKPETHOI0 Kiroua s koxkHoro TD.
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VM EXIT VM ENTRY VM ENTRY VM EXIT

v SEAMCALL v
VMM INTEL TDX MODULE

v

P
<«

SEAMRET SEAMRR

SEAMOPS
Puc. 3. [Toroku B SEAM momymi

Pexum Multi-Key TME (MK-TME) posmmproe TME ans migTpuMKH ACKUIBKOX KITFO4iB
mudpyBaHHS.

Onepariitna cucrema (OC) moxe BukopuctoByBatu MoxumBocti MK-TME B pimHomy a6o
BipTyamnizoBaHomy cepenosuiii. SAxkimo MK-TME ckoundirypoBano HanexxuuM gunHoM, To MK-TME
JocTymHa it KokHOoi rocThoBoi OC y BipTyanizoBaHoMy cepenosuiii, Tomy MK-TME mosxe Bu-
KOPUCTOBYBATUCS SIK P1JIHOIO, TakK 1 rocthoBoI0 OC, sIK MOKa3aHo Ha puc. 4.

3puaiini VM’s + 3axuct MK-TME (Bix VMM) i
i 3axucr MK- |1 3axuer MK- P11 SaxuerMK- o y Saxuer MK- — :
. TME LD TME |+ 1 TMEwnapiai + TME ma pisui :
l o {1 1 TD ! \ TD : :
I o [0 Trusted I | Trusted I :
i 0S Lo 0S A Domain i i Domain i i
! o bt Trustedo ] i [| Trustedo || i
| . o s : : s o

TDX aware VMM

Puc. 4. Apxitekrypa MK-TME

Taxum unrOM, Texnounoris Intel Trust Domain Extensions (Intel TDX) Bkirouae onucani BUIie
armapaTHO-TporpaMHi posmmpents n1o crangaptaoi VT-d/VT-x ta MK-TME, siki pa3om yTBOpIO-
I0Th HOBHU BHJ| cepe/ioBHINa s BipTyanbHoi mammau (Virtual machine guest), sike HazuBaeTbes
Trust Domain (TD). TD Bukonyetbcst B CPU y pesxumi, sikuii 3axuiae KoHQiAESHIIHHICTb 3MiCcTy
nam’sTi Ta crany ponatkiB TD B CPU Bix inmoro nporpamuoro 3abe36edenns (inmmx VM’S) ta
Bix VMM.

OcCHOBHI BIIMIHHOCTI MiX cTaHAapTHOI TexHojoriero Virtual Machine Extension (VMX) Ta
Intel TDX BigMiueni B Tab. 1.
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Ta6mmms 1
ITopiBusuans TexHomorii Virtual Machine Extension (VMX) Ta Intel TDX

epexroueHHst
TexHoJioris . I[OCTy.l.] Mixk cranamu CPU. Yupapiainus
710 BIPTYAILHOL MAIIHHH Omnepamnii State Save & Restore
VMM SW Bukonye VM X VMM wmae GaraTwii Habip
VMX . nepeKIoUeHHs (HanpuKIIa €JICMCHTIB KepyBaHHS
(VT-d/VT) VMM wmae nosHuii roctyn pe?ncrpn 3aranLH0r§ IS B3a€MO£[i?§ VM ms toro,
TPH3HAYCHHS) mo6 ckacyBatu npusinei VM
VMM e mae nossoro KepyroThest MoayiieMm Intel VMM mae obmexennit Habip
TDX pocryna, TDX B pexxuMi Oe3neqHoro KOHTPOJIIO JUIsl YIPaBJIiHHS
TD Mmoxe HagaT JOCTyII, .
KO 3a6a%Kae apbitpaxy (SEAM) pecypcamu

Apxitexkrypa Ha 6a3i Intel TDX 3 3anyckom OP-TEE B okpemiii TD

3anpornoHoBaHe B poOoTi pimreHHs (quB. puc. 5) 6a3yerbes Ha i305smii OP-TEE B okpewmiii TD.
PimienHs 6a3yeThCcsl TUIBKM Ha BHKOPHCTAHHI B SIKOCTI XOCTOBOI omepamiiinoi OS Linux a6o An-
droid. Tomy y sikocTi cucremu BipTyamizaiiii BukopucroByetbcst Kernel-based Virtual Machine
(KVM).

s cranmaptroi peanizanii OP-TEE 3 Bigkputum xomom icaye peamizamis QEMU mns mar-
dopm ARM TrustZone, sika 1erko iHTETpyeThCs 1 3ammyckaeThbest B cepepoBuili KVM. Takum ynHOM
MU MOKeMo 3arrycTHT OP- TEE/QEM U/KVM sk TD.

JIyist KOMyHIKaIii MiXk KITIEHTCHKAMH JI0JIaTKaMU (Chent Apphcatlon S) onepaumHm CUCTEMH
xocta B OP-TEE 0yB noganuii VIRTIO gpaiisep. Ha CTOpOHl X0CTa, OCKITBKU Optee-IpaiBep Impa-
moe B sAApi Linux, HaacwiaHHS Ta OTPUMAHHS TOBIIOMIICHB IEPEKPUBAETHCS MOJyieM vhost-
vsock, ik moka3zaHo Ha puc. 5.

Host User OP-TEE Guest in TD
Client Application (CA) TA
/ user A ]
v Kernel space Y
. TEE Core
optee-client
A Shared 4
) Memory VIRTO driver
d

/|
QEMU process
/ -~

Host Kernel Space" / /
/

Shared % vhost-vsock 22223 KVM
Memory

- - - -H»l

- - -H

A
A 4

optee-driver

Puc. 5. Apxirtekrypa OP-TEE B xonTekcti Texnodorii Intel TDX

Jns nepenadi Beaukux oocsriB iHdopmaniii mixk Normal Ta Secure World BukopucToByeThes
shared memory. Y KVM nemae cnenianbHoi koHdirypanii Extended Page Tables (EPT) nmst 3a6e3-
MEYEHHS CHUIBHOTO BUKOpUCTaHHA maM'saTi Mk xoctoM Ta OP-TEE. Jlns BupimeHHs miei npobie-
MU BUJUISIIOTBCS /1Ba OJIOKM Mam'aTi 3 0JJHaKOoBUM po3mipoMm B optee-driver i OP-TEE BianosiaHo.
Komis mam'siti Ha ocHoBi noBigomieHb VIRTIO cunXpoHi3yeTbcs MK IUMH JBOMa OJOKaMH
«CHIIBHOT» Tam'sTi.
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Iarerparist OP-TEE mis Intel x86 3 Bukopucranusm Intel TDX Oyna BukoHaHa 3 BUKOPHCTaH-
HaM Takux KommoneHTiB: Intel Xeon Bronze 3508U Processor; Normal World OS: Ubuntu
LTS 24.04.1; OP-TEE 4.3.0.

Bucuosxku

3anponoHoBanui BapiaHT iHTerpaiii ¢peimBopky OP-TEE nHa Intel x86 3 BUKOPHCTaHHSAM
Intel Trust Domain Extensions. Taka apX1TeKTypa JI03BOJISIE 6y,HYBaTI/I CHUCTEMH BHCOKOTO PiBHS
3axucTy (OaHKiBCKi/(piHAHCOBI Ta 1HII), SKI TTOBHICTIO 3aXMIIEHI BiJi HECAHKI[IOHOBAHOTO JIOCTYITY
no nanux. OP-TEE ¢peliMBopk 3a0e3mnedye 3aXUCT HA MPOTPAMHOMY PiBHI, 130JI0OF0YM TPAIIO 3
KOH(IACHIIINHUMU JaHUMH B OKpemy omepaiiiiny cucremy (Secure World OS) 3 oOMmexeHum
noctynoM. Trust Domain Extensions 3abe3medye 3axUCT JaHUX Ha amnapaTHOMY DIBHI 3aBISIKH
po3mimensio Secure World OS B noBHicTIO 3ammdpoBaHii mam’sri.

OP-TEE @peiimBopk mepBuHHO po3pobneHuii ais ARM mimatdopM, ane 3ampornoHOBaHE
pimenns no3Bosisie BukopuctoByBatu OP-TEE nns 3axucry xoHineHmiiinux nanux Ha Intel x86
wiatopmax 6e3 Oyab-sIKUX 3MiH Y KOIi.

3anponoHOBaHMN BapiaHT Jae OuIbIIe MOIYIBHOCTI Ta 3a0e3medye OUIbLI JIeTKe MOPTYBAaHHS
Ha iHImI matgopMu Ta Jerke OHOBJIEHHS KommnoHeHTiB. Hampuxiazn, Secure World VM moxe
oHoBIIOBaTuCs okpeMo Big Normal World VM.
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