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EBOJIIOUIA APXITEKTYP BJIOKOBUX CUMETPUYHUX IINDPIB

Beryn

Icropis cyuacHux 6nokoBux cumerpuyHux mudpis (BCLI) — 1e icTopis MOnIyKy onTUMaibHO-
ro MoeJHaHHs ABOX (hyHJaMEHTalIbHMX MPUHLHUIIB, chopmynboBanux Kinomom EnBynom Illenno-
HOM y 1949 p.: 3atutytyBanus (confusion) ta augysii (diffusion).

CyuacHi iTepaTuBHI 0JI0KOBI MM (PH, 110 TEPETBOPIOIOTH (HIKCOBAHUN OJIOK BIJKPUTOTO TEKCTY
Ha OJOK mMHUE@POTEKCTY 3a JOMOMOTOK 0araTopa3oBOTO 3aCTOCYBaHHS payHIOBOi (yHKii, O6a3y-
IOThCS TIEPEBAKHO HA JBOX apXITEKTYpHUX Mojeisix: Mepexi dericrens Ta Mepexi IlincranoBku-
[lepecranoBku (SPN).

dopManbHUN MMOYATOK Cy4acHOi KpunTorpadii 3akiaB amepukaHchbkuii MateMatuk Kiom En-
By lllenHon y Bimomiit poboti "Teopis 3B's3ky B cekperHux cucremax' [1]. dyHmameHTanbHi
MIPUHLIMIIY, SIK1 JI03BOJISIIOTH OTPUMATH KpUITOrpadiuHo cTilike nepeTrBopeHHs, 3rinHo 3 lllenHo-
HOM:

- 3armutytyBaHHs (Confusion): po3mOBCIOJIKEHHSI BIUIUBY OJJTHOTO 3HAKY BIIKPUTOTO TEKCTy Ha
0araTo 3HaKiB MHU(PPTEKCTY, IO TO3BOJISIE MPUXOBATH CTATUCTHYHI BIACTHBOCTI BITKPUTOTO TEKC-
Ty. CripssiMOBaHUIl Ha yCKJIaJHEHHS 3B'SI3Ky MK KitoueM 1 mudporekctom. Jlocsaraerscs 3a a0mo-
MOTOI0 HEJTIHIHHKX OTepallii, HacaMIepel uepe3 BUKopucTanHs S-0iokiB (Substitution-boxes);

- mudysig (Diffusion): BUKOPUCTOBYBaHHS TaKUX IIMQPPYIOUHUX MEPETBOPEHD, K1 yCKIAIHIO-
IOTh BiJIHOBJIEHHS B32€MO3B'SI3KY CTaTUCTUYHHMX BIACTUBOCTEH BiAKPUTOTrO Ta MHU(POBAHOTO TEKC-
TiB. ClIpsSIMOBaHMIA Ha MOIIMPEHHS BIUIMBY OJHOTO 0iTa BIIKPUTOTO TEKCTY (200 KIIt0Ya) Ha IKOMO-
ra OuneIne 6iTiB mmdporekcty. JlocsraeTbes 3a JOMOMOTOO JIIHIMHUX Omepariii, Takux sk P-0noku
(Permutation-boxes).

[lenHoH 3amponoHyBaB KoHuemilito "product ciphers", B sKilf MOCTiZOBHO 3aCTOCOBYIOTbH
oreparlii 3aMiHM Ta MEPECTaHOBKH, 3aKJIaBIIM OCHOBH AJi1 000X ronoBHUX cTpykTyp BCI. O6uasi
OCHOBHI THIOBI cTpyKTypu — Mepexa @Deiicrens ta SPN-mepexxa — Oynu po3poOiieHi B paMKax
OJIHOTO JociiaHoro mpoekty ¢ipmu IBM mix nassoro Lucifer (1971-1973) [2].

1. Orasig ocHOBHUX THNOBHX cTPYKTYp BCII
1.1. Mepe:xa DeiicTes

Mepexa Deiicrens (Feistel Network) (Bunaximuuk: Xoper @eiicrens (Horst Feistel), IBM)
[3, 4]. Brepmie 3actocoBana y apyriii Bepcii mudpy Lucifer (3amatentoBana B 1971 p.). [Ipoekt
"JIrordep" OyB ckopille eKcriepuMeHTalIbHIM, aje cTaB 0azucom juig anroputMmy Data Encryption
Standard (DES). B 1977 p. DES craB ctannaprom B CIIA Ha mmdpyBaHHS AaHUX 1 10 OCTaHHBOTO
Yacy IUPOKO BUKOPUCTOBYBABCS B KpUNITOrpadiyHUX crcTeMax. ITepaTUBHA CTPYKTypa alrOPUTMY
JI03BOJIsIIa COPOCTUTH HOro peanizaliio B MPOrpaMHUX 1 anapaTHux cepenosuiax. B 1987 p. oynu
po3po0ieni anroputmMu FEAL 1 RC2. [llupoke nommpenns mepexi @eiicrens orpumanu B 1990-i
POKH, KoK 3'sIBUITHCS Taki anroputmu, sik Blowfish, CAST-128, TEA, XTEA, XXTEA, RC5, RC6
Ta iH. L1 KoHCTpyKIIis OyJa IIMPOKO BUBYEHA KpUNTOrpadaMu B CUITY ii BEJIMKOTO MOIINPEHHS.

Mepexa Delicrens, K BiIOMO, Ma€ HACTYyHY CTPYKTYpy. BXigHuil G0k qinUThCA Ha KidbKa
PIBHOT JTIOBXKUHU MiI0JIOKIB, 3BAaHUX TUIKaMU. Y pasi, Ko 0J0K Ma€ JOBXKUHY 64 6iTa, BUKOPHUCTO-
BYIOThCS JIB1 Tk 1o 32 Oita koxkHa. KokHa Tinka oOpoOseThCs HE3aJIe)KHO Bij 1HIIOI, MiCIIS
YOro 3A1MCHIOEThCS LUKIIUYHUI 3CYB BCiX TUIOK BIiBO. Take mepeTBOPEHHsSI BUKOHYETHCS KiJIbKa
IUKITIB 200 payHIiB. Y pasi IBOX TUIOK KOXKEH payH]l Ma€ CTPYKTYpY, MOKa3aHy Ha puc. 1.
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Puc. 1. Ctpykrypa mepexa Deiicrens

Oyukuist F HazuBaeThest TBipHOW. KokeH payHa ckianaeTbcs 3 oOuucienHs QyHkuii F ans
oJHi€T TUIKK 1 mo6iToBoro BUKoHaHH: oneparii XOR pesynbraty F 3 inmoro rinkoto. Ilicast nporo
TUIKY MIHSIOTBCS MICIIMH. BBaXkaeThes, 110 ONTUMAJIBHE YHCIIO PayHIIB — Bia 8 1o 32. BaxknuBum
€ Te, 1O 30LIBIICHHS KUTBKOCTI payH/IiB 3HAYHO 30UIBIITYE KPUNTOCTOMKOCTh aJITOPUTMY. MOKIIH-
BO, Il OCOOJIMBICTH 1 BIUIMHYJIAa HA HACTUIbKM aKTUBHE MOIIMpEeHHs Mepexi Deiicrens, Tak Ak s
OLTBIIOT KPUIITOCTOMKOCTI IOCUTh MPOCTO 30UIBIIUTH KUIBKICTh PayHIIIB, HE 3MIHIOIOUM CaM ajro-
putM. Mepexa @Deiicrens € 000pOTHOIO HaBITh y TOMY BUMAJKY, KO (YyHKIiS F He € Takoro,
TOMy IO JJIs po3mM(pyBaHHs He MOTPiOHO obuncmosatu F1. [Ipu po3smmdpysanni Ha BXij moza-
€TbCs 3aM(PPOBAHUI TEKCT, 1 KITFOYl BUKOPHCTOBYIOTHCSI B 3BOPOTHOMY MOPSIKY.

B 1988 p. Maiikn JIrobu (Michael Luby) i Yapne3 Pakodd (Charles Rackoff) mocmimmumu
KpUTITOCTIMKOCTI Mepexi DelicTenst 1 JOBEIH, M0 SKIIO PayHA0Ba (YHKIIIS € TICEBIOBHUITAIKOBOIO 1
BUKOPHCTOBYBaHI KIIFOYl HE3aJICKHI Y KOXKXKHOMY payH]i, TO TPbOX payHAIB OyJe AOCTAaTHbO IS
Toro, mooO Osounuii mmdp OyB NCEBIOBHUITAKOBOIO MEPECTAHOBKOIO, TOMAL SIK YOTHPHOX PAayHIIIB
OyJie 1OCTaTHBO JJISl TOTO, 100 3pOOUTH CUIIbHY TICEBAOBUIIAIKOBY IIEPECTAHOBKY [5].

[ceBnoBumankoBoio nepectanoBkoro JIroou 1 Pakodd HazBamm Taky, sika criiika 10 aTakd 3
aJIaITUBHUM BHOOPOM BIJKPUTOTO TEKCTY, a CHIIHOIO TCEBIOBUIAIKOBOIO NIEPECTAHOBKOIO — TICE-
BJIOBUIIA/IKOBY MEPECTAHOBKY CTIHKY JI0 aTaKu 3 BUKOPUCTAHHSIM 00paHOTO MHU(POBAHOTO TEKCTY.

Hanani, B 1997 p., Moni Haop (Moni Naor) i Omep Peitaronga (Omer Reingold) 3anpomnony-
BAJIA CIIPOINEHUH BapiaHT KOHCTPYKIii JIto6u — Pakodd 3 4oTUpbOX payH/iB, /i€ B SIKOCTI MEPIIOTO
1 OCTaHHBOTO payH]ly BHUKOPHUCTOBYIOTHCS Bl MOMApPHO HE3aJe)KHI MepecTaHOBKU. J[Ba cepeaHix
paynau koHcTpykuii Haop — PeifHronna inenTuuni paynaam B KoHCTpyKuii JIroOu — Pakodd [6].

binpmiicte e MOCHTIKEHb TPHCBIYECHO BHUBYCHHIO KOHKPETHUX alITOPUTMIB. Y 0aratbox
O6mokoBUX mHQpax Ha ocHOBI Mepexi DelicTens Oynu 3HaiAEHI Ti Y iHII ypa3JIUBOCTI, MPOTE B
OLTBIIIOCTI BUITAJIKIB 111 YPA3JIMBOCTI € CYyTO TEOPETHUHUMH.

1.2. Mepe:xa nincranoBku-nepecranoBku (SPN)

Crtpykrypa SPN Oyna MeHII momyssipHOro, HiXK cTpyktypa ®Deiictens, 1o 2000-X pokiB, KOJIU
BOHa cTania apxiTekrypHoro ocHoBoio st AES (Advanced Encryption Standard), nemoncTpyroun
BHUCOKY €(DeKTHUBHICTh Y IpOrpaMHOMY 3abe3nedeHHi [7].

Y 2000 p. Oyno 3aBepiieHO MIKHAPOAHUN MPOEKT IO CTBOPEHHIO alTOpUTMY IM(pyBaHHS
AES (Advanced Crannapt mu¢pyBanHs). B pe3ynbTaTi IHTEHCUBHOI CIUIBHOT pOOOTH MPOBITHUX
KpUIITOJIOTIB CBITY OyJO TIMOOKO MpoaHalli30BaHI Ta JOCIIKEHI BIACTUBOCTI 15 anropurmiB —
KaHIMAATIB Ha CTaHAApT cuMmeTpuyHoro OmouHoro mmdpa XXI cromitrsa. Ilicns 3aBeprieHHS
MIPOEKTY JOCIIKyBaBcs anropuT™ Rijndael cnienianbanMu migpo3ainaMu ATeHTCTBAa HAIIOHATBHOT
6e3nexku CIIIA Ha BiAMOBIAHICT 3a/laHOMY PIBHIO CTIMKOCTI, MOKJIMBOCTEH 1 YMOB 3aCTOCYBaHHS
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JUI 3aXUCTY HECceKpeTHoi iHdopmarii B nepxkaBHHX 1 koMepuiHux crpykrypax CIHIA. Takum
yrHOM, Ut 3amiau anroputMmy DES i Triple DES (FIPS-46-3) Oyio nmpHiHATO HOBHE alrOPHTM
CUMETPUYHOTO OJIOKOBOTO IU(PYBaHHA, KU 0(]iliiHO BBEACHO B IiI0 B SKOCTI (enepaabHOro
crangapty CIIA — AES (FIPS-197). Ctpyktypy SPN mepexi mpeacTaBieHo Ha puc. 2.

PLAINTEXT KEY
K,

CIPHERTEXT

Puc. 2. Cxema tpupaynmoBoi SPN mepexi, mo mmdpye 16 6iT BxigHOTO TEKCTY B 16 6iT BUXiIHOTO

Kpim toro, B 2000 p. 6yB posnoudatuii npoekt NESSIE (HoBi eBpomnelicbki cxemu Juist MiAHu-
CiB, LIJTICHOCTI Ta MWHU(PYBaHHS), METOIO SKOT'O € CTBOPEHHS KUIBKOX KPUNTOrpadiyHUX MPUMITH-
BIB, cepel SIKuX € 1 cuMmeTpuuHuil 6mokoBuid mudp [8]. 1o cyTi, 10 1IbOro Yacy MpOEKT yxe OyB
o0paHuil 3aKOHO/IaBYO Ta OyJIO MPUHHATO MOIMEPETHE PILICHHS PO Te, IO cepesl OJIOKOBUX alro-
putMiB Halikpaiie niaxoaats Rijndael, Camellia 1 [llakan-2. Bouu 1 6ynu pekoMeH10BaH1 B SIKOCTI
crangaptiB €Bponeiicbkoro Coro3sy [9].

1.3. Koncrpykuis Jless — Mecci

Po3pobnena Croeusst Jleem ta [xeiimcom JI. Mecci (1990) sk anpTepHaTHBa CTPYKTYpI JIaH-
mror Oeiictens. BoHa BUKOPUCTOBYE omepalliro Ha OCHOBI PI3HUII MK JBOMa MOJOBUHAMHU OJIOKY,
mo 3abesneuye mBuany audysito. HaitBimomimmit mpuxnan — mmdp IDEA [10,11]. Cxema
Jles — Mecci € anbTepHaTUBHOIO BUCOKOPIBHEBOIO KOHCTPYKIII€IO OJIOKOBUX CUMETPUYHUX IIH(PIB.
Ha ii ocHoBi moGynoBano amroputmu FOX, «MyxoMop» Ta iH. OCHOBHOIO TEPEBAror CXEMH
Jles — Mecci, sk i nanmora @eiicrens, € MOXKIMBICT MOOYIOBH iHBOJIOTHBHOTO MEPETBOPEHHS,
TOOTO po3mUppyBaHHS peai30BaHO MPAKTUYHO aHAJIOTIYHO JI0 3amu(pyBaHHs IPU BUKOPHUCTAHHI
3BOPOTHOTO TOPsAKY payHnoBux 3'emHanb [12]. Kouctpykmis Jles — Mecci mpencraBieHa Ha
puc. 3.

&

T
WL

Puc. 3. Koncrpykuis Jles — Mecci
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JlonaTkoBOIO TepeBarolo Ii€i KOHCTPYKIIl € BiICYTHICTh BUMOT O OI€EKTUBHOCTI payHAOBOI
¢byukmii (sx y SPN-cTpykTyp), mo crnporrye po3poOKy Ta peamizanito. ['oJoBHa mepeBara cxeMu
Jles — Mecci Haa mepesxeto Deiictens nossrae y mBuAMINA 1udys3ii Ta 3a0e3neueHH] 01€KTUBHOCTI
(o6opoTtHOCTI) Py, HABITH AKIIO payHAOBa (YHKIIS HE € iHBEpTOBaHOI. TOOTO KOHCTPYKITiS
Jles — Mecci € eneranTHOIO albTepHATHBOIO, L0 3a0e3nedye BUCOKY CTIMKICTh MpH 30epexeHHi
3pY4YHOCTI 1HBOJIIOTHBHOTO OOepHeHHs. Bakimui xapakTepucTuku THMOBHX KOHCTpyKIid BCIII

npejacraBieHo y taou. 1.

Taomus 1
XapakTepuCTHKH TUITOBUX KOHCTpYKii BCII
XapakTepucTruka Mepema(f::)f Mecel Mepexa Deticrens (FN) Mepexa SPN
JlimuThCs JlimuThCs

[Toxin 610Ky

Ha JIBi ITOJIOBUHU.

Ha JIBi TOJIOBUHU.

OOpoOIsIETHCS SIK IILTIE.

He BuMarae . .

BUMOTH IHBCPTYBAHEA (MOKS He Bumarae inBepTyBanHs [loBuHHA OyTH iHBEPTOBAaHOIO
6YTIf I[}(])BiJ'H:HOI-O) (Mo>xe OyTH OBUIBHOIO). |(SIK YAaCTHUHA PAyHIY).
JlocsiraeThCst JIETKO

O60POTHICTE 3ABSKH CHMETPHUHi JlocAraeTbes JIerko Burmarae okpeMux 00epHEHUX

’ CTPYKTYpi P 3aB/ISKH CTPYKTYPL. omepaniil y KoKHOMY IIapi.
KC IIBU KA. . . . .
Judysis )?i[ni]imye 06mei [MosinpHima (iHpopmania |[lyxe mBuaka

JaCTUHHU OJHOYACHO.

nepenaerbes uepes XOR).

(3aBnsiku P-Omoky).

KinbKicTb payHIiB
(3aranbHa)

3a3BHYail MEHIIIa
KUTBKICTh PayHIIB,
Hik FN,

1711 3a0e31eueHHs
Oe3MeKHu.

3a3Buuail OlabIIa
KUTBbKICTh PayH/IB JUIS
MOCSITHEHHS HEOOX1IHOT
Oe3IIEeKH.

KinbKicTh payHIiB cepeHs
(3aJIeKUTH

BiJI po3Mipy OJIOKY Ta
payHI0BO1 (pYHKIIIT).

[lapanemizm (mmdpyBanas)

Bucokuii. Onepanii B
payHIi MOXYTh
BUKOHYBATHCh
napasebHo.

Husbkuii/CepeHiii.
OOuncIeHHs TiBOT
JACTUHU 3AJIEXKUTH Bif
[IpaBoi 3 MONEPEAHBOIO

PayHAay.

Bucokuii. Onepariii

B MeXax mapy (S-0JI0Kn)
MOXYTh BHKOHYBaTHCh
napasnesbHo.

ObepHeHHA
(memmdpyBaHHS)

Bukopucrosye Ty
camy (DyHKITiTO
payHIy Ta Ti cami
KJII04i B 0OEpHEHOMY
MOPSIAKY.

BukopuctoBye Ty camy
¢byHKIIIO payHIy Ta Ti
cami KJIfo4i B 00€pHEHOMY
MOPSIZIKY.

BurkopucToBye 00epHEHi
¢GyHKIIT payHIy Ta KIItO4i B
00epHEHOMY TTOPSIIKY.

1.4. T'iopuau Ta inmi KOHCTPYKUil

Kpuntorpadgu mnouyanu akTUBHO AOCHTIKYBaTH allbTEPHATUBHI CTPYKTYpH, IIO0 MOA0NATH

oOMexeHHsI a0 TOKpalIUTH JIOKa30By Oe3neKy KiacMuHuX Mmozeneil. Hampukman ysaraiapHeHa
Mepexa Deticrens (GFN) BukopucToBye mojina 070Ky Ha OunbIn HiX JBI yacTuHH. Lle mo3Bostsie
OUTBIII THYYKO MPOEKTYBATH MU(PHU U BETUKUX OJOKIB, sk, Hanpukiag, CAST-256 ta RC6 [13].
[cHYIOTB TakoX 1HIII apXiTEKTypH abo0 iX TiOpuan.

Konctpykuii ARX (Add-Rotate-XOR) BuHHMKIN SK TpsMa BiIIOBiIb HA HEOOXIJHICTH CTBO-
PEHHS HAAIIBUAKUX CUMETPUUHUX MHU(PIB, SIKI 17]€aIbHO MPAIIOI0Th Ha CydacHUX 32- Ta 64-0iTHUX
mponecopax (ITK, cepepu, moOinbHI puctpoi). Koncrpykiii ARX (Add-Rotate-XOR) ocobnmBo
e(eKTHUBHI B MPOrpaMHOMY 3abe3meueHHi ane iXHs 0e3neka MOBHICTIO 3alIeKHUTh BiJl HEMIHIHHOCTI
moaynbHOTO noxaBanus. [Tpukmamu: ChaCha20 [14], Speck. IIudpu Salsa20/ChaCha20 (xoua
BOHM YacTO KIAcCH(IKYyIOThCS SIK MOTOKOBI mudpu, ixHs BHYTpimHSA (yHKIIA € 61okoBoto ARX-

CTPYKTYpPOIO).
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Tpaauuiiini S-610ku (ocoOnuBo Benuki, ik B AES) BuMararooTh g0CTymy 10 TabIuI MiCTaHO-
BOK, III0 MO>K€ TIPU3BOAMTH JI0 KemI-TTpoMaxiB (cache misses) Ta BHOCUTH 3aTPUMKH (JaTEHTHICTB).
Kpim Toro, omepatii 3 TaOMUIsIMH MOXYTh OYTH Bpa3JIMBUMHU 0 aTak MO CTOPOHHIX KaHajax
(timing attacks).

Y ARX-KkoHCTpyKIisSX QyHKIIIO HemiHiiHOro 3amnytyBanHs (Confusion), siky 3a3BHuail BUKO-
Hye S-0J10K, 3a0e31euye onepairisi MOyJIbHOTO JI0/IaBaHHs, OCKUIBKK BOHA HE € JIIHIWHOI0, Ha Bij-
MiHy Big XOR Ta MUKIIYHOTO 3CYBY.

PexypcuBna (Bkiagena) Mepexa Deiictens — e mepexxa delicrens, e cama payHaoBa QyHK-
Iisl TAKOXK € HEBEJIMKOIO 3-payHa0BoI0 Mepexero Deiicrens. [lepeTBopeHHs cTBOPIOE "MaTPhOIIKY"
3 kpunrtorpadiuHux cTpykTyp. Tumomi mpukiamu — mmdp MISTY1 [15] ta #oro HacTymHHK
KASUMI (sikuii BUKOPUCTOBYETHCS B CTaHAApTaX MOOUIBHOTO 3B's13Ky 3G/GSM) BUKOPUCTOBYIOTH
IO BKJAJIEHY CTPYKTYypy [16]. PekypcuBHUI nu3aiiH CHpolllye MaTeMaTHYHUN J0Ka3 TOro, IO
mmdp € cTiikuM 10 AudepeHiiaabHOTo Ta JIIHIHHOTO KPUIITOAHATI3Y.

i xoHCcTpyKIIii 3a0e3nedyroTh HeoOXiaH1 KpunTorpadiuyHi BIACTUBOCTI: IUTyTaHUHY (3aJI€XK-
HICTh IM(POTEKCTY Bi Kitoda) Ta audy3ito (MomuMpenns BINTUBY OI1TIB BIIKPHUTOTO TEKCTY 110
BCHOMY IIU(PPOTEKCTY) MPOTIATOM KUJIBKOX PayHIIB.

TakuMm unHOM, cyudacHa apxitektypa BCIUI € npsmum HacnigkoM QyHIaMEHTATIbHUX MPUHIIN-
niB lllenHona Ta mpakTuyHuX peamizaniii IBM, ki 3anovarkyBanu enoxy QPeiicrens ta SPN, mo
nominye i crorofHi. OmHak kpunrTorpady MOCTIHHO JOCIIIKYIOTh HOB1 apXiTEKTYPH I ONTHMI-
3anii 6e3MeKH Ta MPOJYKTUBHOCTI y PI3HUX OOUHCITIOBAIEHUX CEPEIOBHUINAX.

2. Micue BCII y nocTtkBaHTOBIi Kpuntorpagii

Anroputm I'poBepa (Grover's algorithm) [17] € HaiiBiOMIIIOI0 KBAHTOBOIO aTaKOIO Ha CHMET-
puuHi mmdpu. Bin He "namae" cumerpuuni mumdpu, sk anroputM lllopa, ane nmpuckoproe aTaky
noBHUM niepebopom (brute-force attack). J{nst cumerpuunoro mmdpy 3 Kiodem JIoBxuHO0 L O6iT,
yac, HeOOXiHUI I MoBHOTO nepebopy, nponopuiiiauii O(24). TooTo AnroputM I'posepa Moxe

3MEHIIHUTH KUIbKICTh OTepaitiif, HeOOXiIHUX ISt TONIYKY KITFo4a, 10 0vV2L a6o 0 23,

11006 306eperty HEOOXiAHUN "TTOCTKBAaHTOBUI" piBeHb O€3MeKu y 2'?8(SIKuUil BBAXKAETHCS CHOTO-
JTHI CTaHJAPTHUM JJIsi IOBFOCTPOKOBOTO 3aXHUCTY), MPOCTO TOJBOIOIOTH JOBXKHHY Kitoda. Came
Tomy AES-256 € kBaHTOBO-CTiliKUM 110 aTaku I'poBepa. Moro 212® omepariii Bce Ine 3aTHIIAIOTHCS
00YHCITIOBAJIBHO HE3A1MCHEHHUMU i Oyb-SKOT0 KOMIM'toTepa (HaBiTh KBAHTOBOIO) y TOCTYITHO-
My MaitoyTHbOMY [18].

TakuM YMHOM, y TOCTKBAaHTOBY €py OJIOKOBI CHUMETpPHUHI IUGPH 3aTUIIATHCI KPUTHUIHO
BAXJIMBUMH 1 NPOJOBXKYBAaTUMYTh BHUKOPHUCTOBYBATHCS, BHUMAaralouu JIMIIE NEepexojay Ha JIOBIII
kiroui (128-6iTHa 6e3neka Bumarae 256-61THoro kitoua) [19].

3. 3mina npiopureTis

Cyuacna esomrortis bCII € BiAMOB IO HE JHIIE HA TEOPETUYHI aTakW, ajie i Ha TMPAKTUIHI
oOMeXeHHs amapaTHOro 3abesneueHHs. 3 momupeHHsM [HtepHery Peueit (IoT) Ta BOymoBaHHMX
cucteM, Kpuntorpadu 3micTuian Gokyc 3 MOUIyKy HaicTiHKimoro mudpy Ha MONIyk HaleheKTHB-
Himoro mudpy st ooMexeHux pecypcis. Tpaauuiiini mudpu (ssk AES) Oynu ontumizoBasi Juis
MIPOrpaMHOI HIBUAKOCTI Ha MOTYXKHUX IMPOILIECOPaX, BUKOPUCTOBYIOUM BeJIUKI S-0510ku (8x8 OIT B
AES) 1 cknagni onepanii (MixColumns). Y nerkiit kpunrorpadii mpioputeT 3MiHIOETHCS.

OauH 3 HampsMKIB — 17iesl MIHIMali3My payHI0BOi (yHKIIi. AJrOpUTMH, OpIEHTOBaHI Ha
anmapaTtHy peami3anito, Taki sk PRESENT (6mokxoBuii mmdp mias RFID-MiTOK), BUKOPUCTOBYIOTH
ny’Ke MalleHbK1 S-0510Ku (4x4 OiTH) Ta MpOCTI NEPECTaHOBKH, 11100 MIHIMI3yBaTH IUIOILY KpUCTala
(Gate Count) [20]. Lle Bumarae 3Ha4HOTO 301TBIICHHS KIJIBKOCTI PayHAIB /Ui KOMIIEHCAIlil TTOB1JIb-
Himoi qudy3ii Ta cnadIIoro 3aruryTyBaHHS Ha payHI.

Takox [y mporpaMHoi peanizanii Ha 32- abo 64-0iTHHUX Ipolecopax, A€ S-OJOKU MOXYTb
Oyt HeeekTuBHUMH, KOHCTPYKIii ARX (Add-Rotate-XOR) nominyrots (ChaCha20, Speck) [21].
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BoHM BUKOPHCTOBYIOTH JIMIIE OMEpallii, sIKi MPOIIeCOp BUKOHYE 32 OJIMH TaKT, 3a0€31euy0YH BUCO-
Ky HIBUJKICTH 1 MiHIMaJIbHY JIATEHTHICTH [22].

Miunimizamiss Gate Count: 3aMiCTh IIBUAKOCTI, TOJIOBHA METa — 3MEHIINUTH KUJIBKICTh JIOTTYHHUX
BeHTWIiB ((Gates) Ha KpucTami, IO MPSMO BIUIMBAE HA BApTICTh BUPOOHHUIITBA, PO3MIp YMIIA Ta
€HEeprocroxXuBaHHs; [23].

BukopuctanHs nmpocTux onepariii: s qocsaraeHHs miei metu mudpu, noaioHi 1o PRESENT,
BUKOPHUCTOBYIOTh AYXe MalleHbKi S-00ku (4x4 6itn): Lle 3Ha4HO 3MEHITy€e amapaTHi BUTPATH Ha
peaizaiiro TabJIUII M ICTAaHOBOK, MTOPIBHSAHO 3 8x8 Osiokamu AES.

[Tpocti rnobanbHi mepecTaHoBKH: ckiuanHi niHidHI mapu (sk MixColumns B AES) 3amiHro-
IOTHCS IIPOCTUMH MTOOITOBUMHU TIEPECTAHOBKAMH.

Kommiencartist st 30epeskeHHsT KPUMITOCTIMKOCTI JOCATAETCS Yepe3 3HAUHE 301UTbIICHHS KiJlb-
kocti paynaiB. Hampuknan, mmdp PRESENT mae 31 paynn, mo 3HadHo Ouibine, Hixk 10 — 14
paynniB AES, ane #ioro anapatHuii po3Mip 3aJUIIAETHCS MIHIMATBHAM.

[elt MiIHIMATICTUYHMM MAX1J KPUTUYHO BAKIWMBHHA IJII MPHUCTPOIB 3 BKpail OOMEKECHUMU
pecypcamu:

- RFID-mitku (ineansue 3actrocyBanHs PRESENT);

- 6e3apoToBi cerncopHi Mepexi (WSN);

- natuuku [0T 3 )xuBICHHSAM Bl OaTapeiok.

Minimanizm paysaoBoi ¢pyHkuii — e apxiTekrypHa aganramis bCIL 10 BUMOr eKOHOMI4HOCTI
Ta eHeProeeKTUBHOCTI, MPHU IIbOMY 30epiraeThcsi HEOOXITHUN PiBEHb CTIHKOCTI Yepe3 iTepaTuBHE
MTOBTOPEHHS.

Bucnosku

CyuacHa apxiTekTypa OJOKOBHUX CHMETPHUYHUX HIM(PIB € MPSIMUM HACTIAKOM 1 MOCTIHHOIO
pearmizamiero 1BOX (yHIAMEHTaIbHUX NPUHIUIIB, chopmyinboBanux Kiogom IlleHHoHOM Y
1949 p.: BamryryBanus (Confusion) Ta dugysii (Diffusion). Ictopis BCIL — ne icropis momryky
ONTHUMAJIbHOrO OajaHCy MK MMM JBOMa BJIACTUBOCTSAMH JUIsl 3a0e3MeyeHHs] KpunrorpadiaHoi
criiikocti. Lle#l momryk mopoauB ABI KJIAaCHYHI ITEpaTUBHI CTPYKTYpH, po3pobieni IBM: mepexy
Oeiicrens (FN) ta mepexy I[lincranosku-IlepectanoBku (SPN).

HeszBaxaroun Ha nominyBanHss SPN micnst koHkypey AES, kpunrtorpadu akTHBHO JOCIIIDKY-
I0Th alIbTEpHATUBHI Ta ridpuaHi koHcTpyKuii (Jlest — Mecci, GFN, PexypcuBna FN). Lle nmpoaukro-
BaHE He JIMIIEe TEOPETUYHUMHU MIpKYBaHHSAMH (J10Ka3oBa Oe3neka, sk y MISTY1), ane it motpe6oro
B ONTUMI3AIT TSl pI3HUX OOYHCIIIOBATILHUX CEPEIOBHIII.

CumetpuuHi 6J10K0B1 IIU(pHU 30epiraroTh CBOI KPUTUYHY BAXKIUBICTh Y TOCTKBAHTOBINA KPHII-
torpadii. Xoua anroput™m ['poBepa TeopeTHUHO 3MeHIIy€e €()EeKTUBHY JOBXKHUHY KJIHO4a BJBIYI, L€
HE TIPU3BOJIUTH JI0 IXHBOI TOBHOI KOMIIPOMETAITi1.

Takum ymHOM, cydacHa apxitekTypa BCII e nquHamiuHOIO ramyssio, M0 e(peKTUBHO alamnTy-
€TbCS 10 KBAHTOBUX 3arp03 Ta BUMOT MiHIMaJi3My alapaTHOTo 3a0e3Me4eHHs .
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